
FCCForm481 

FCC Form 481 • carrier Annual Reporting 
Data Collection Form 

OMI Contnll No. 3060-0911/0MI Conttol No. JO&O.(II19 

July lOU 

<010> Study Area Code 
351 34 6 

<015> Study Area Name 

<020> Program Year 

<030> Contact Name: Person USAC should contact 
with questions about this data 

<035> Contact Telephone Number: 
Number of the person Identified In data line <030> 

ACE TEL ASSN· IA 

2014 

Cynthia s weet 

5078966211 

<039> Contact Email Address: csweetwacecomgroup. com 
Email of the person Identified In data line <030> 

ANNUAL REPORTING FOR ALL CARRIERS 

<100> Service Quality Improvement Reporting 

<200> Outage Reporting (volcre"")-~-
<210> I .f H<- check box if no outages to report 

<300> 
<310> 
<320> 
<330> 

<400> 
<410> 
<420> 
<430> 
<440> 
<450> 

Unfulfilled Service Requests (voice) 
Detail on Attempts (voice) 

Unfulfilled Service Requests (broadband) 
Detail on Attempts (broadband) 

Number of Complaints per 1,000 customers (voice) 

Fixed I o.o 

Mobile ~-~~~~~~~~~~~~~ 
Number of Complaints per 1,000 customers (broadband) 

Fixed ~--------1 
Mobile _ 

<500> Service Quality Standards & Consumer Protection Rules Compliance 

<510> 3SlH6ia510 

<600> Functionality In Emergency Situations 
<610> 351346ia610 

<700> Company Price Offerings (voice) 
<710> Company Price Offerings (broadband) 

<800> Operating Companies and AfflliatesO 
<900> Tribal land Offerings (Y/N)? 
<1000> Voice Services Rate Comparability 
<1010> 
<1100> Terrestrial Backhaul (Y/N)? ®0 
<1110> 
<1200> Terms and Condition for lifeline Customers 

(complete attached worhheet) 

(check to lndlcatt c~nlflcatlon) 

(attached d.scrlptl11e document) 

(chtck to lndlcatr certification) 

(attached deJcr/ptlve document} 

(complete ortached worksheet) 

(complete attached worksheet) 

(complete ortachtd worksheet} 

(If )'OS, complete otta<hod worluh•tt) 

{chtck to Indicate certlficarion) 

(anach descriptive documrnt) 

(If not, ch«k to lndicotc mll/l<otlon) 

(compl•te attached wmkshret) 

(complet• attached w01ksheet) 

Price Cap Carriers, Proceed to prjce Cap Additional Documentation Worksheet 
Including Rare-of-Return Carriers afflllored wrrh Price Cap Local Exchange Carriers 

<2000> 
<2005> 

(ch«k to Indicate certification) 

(complrre attached worltshm) 

Rate of Return carriers, Proceed to ROB Additional Documentation WorJssheet 
<3000> (ch«k ta lndlcote wtl/fcatlan) 

<3005> (<omp/oteatta<hlftiworluhm) 

10/0412013 

54.313 54.422 
Completion Completion 

Required Re_qulred 

(ch«k box when compl~~) 

I .f "''''':-..'-! 

.f 

.f 
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(100) Service Quality Improvement Reporting 

Data Collection Form 

<010> Study Area Code 

<015> Study Area Name 

<020> Program Year 

<030> Contact Name- Person USAC should contact regarding this data 

351346 

ACE TEL ASSN-lA 

2014 

cynthia Sv•et 

<035> Contact Telephone Number- Number of person identified in data line <030> 5o?a9"~'' 

FCCForm481 

OMB Control No. 3060-0986/0MB Control No. 306().()819 
July 2013 

<039> Contact Email Address- Email Address of person identified in data line <030> coweet•~c•co:ogroup. c""' 

<110> 

<111> 

Has your company received its ETC certification from the FCC? 

If your answer to Line <110> is yes, do you have an existing §S4.202(a) "5 
year plan" filed with the FCC? 

If your answer to Line <111> is yes, then you are required to file a progress 
report, on line <112> delineating the status of your company's existing § 

54.202(a) "5 year plan" on file with the FCC, as it relates to your provision of 
voice telephony service. 

<112> Attach Five-Year Service Quality Improvement Plan or, in subsequent years, 

(yes I no) 

(yes/ no) 

your annual progress report filed pursuant to 47 C.F.R. § 54.313(a)(1). If your company is a 

CETC which only receives frozen support, your progress report is only 

required to address voice telephony service. 

Please check these boxes below to confirm that the attached PDF, on line 

112, contains a progress report on its five-year service quality improvement 
plan pursuant to§ 54.202(a). The information shall be submitted at the wire 

center level or census block as appropriate. 

<113> Maps detailing progress towards meeting plan targets 

<114> Report how much universal service (USF) support was received 

<115> How (USF) was used to improve service quality 

<116> How (USF)was used to improve service coverage 

<117> How {USF) was used to improve service capadty 

<118> Provide an explanation of network improvement targets not met 
in the prior calendar year. 

10/0412013 

00 

Name of Attached Document (.pdf) 

Page 2 

Page 2 



(200) Service Outage Reporting (Voice) 

Data Collection Fonn 

<010> Study Area Code 

<OlS> Study Area Name 

<020> Prosram Year 

<030> Contact Name- Person USAC should contact resarding this data 

351346 

ACE TEL ASSU• IA 

2014 

cynthia Sweet 

<035> Contact Telephone Number- Number of person identified in data line <030> 5078966211 

<039> Contact Email Address - Email Address of person identified in data line <030> caveetQacec""!'roup. co:n 

<220> <a> <bl> <b2> <b3> <b4> <cl> <C2> 
NORS 

Reference Outase Start Outage Start OutaseEnd Outage End Number of 

1 

Number Date Time Date Time Customen Affected Total Number of 

Customers 

h 
i"""uvUUU\JII ... 

WI ~rKsneeL --
- -

10/04/2013 

<d> 

911 Facilities 

Affected 
(Yes/ No) 

I'"' 

Page 3 

FCC Form 481 

OMB Control No. 3060-0986/0MB Control No. 3()60.()819 
July 2013 

<e> <f> <g> <h> 
Did This Outage 

Service Outage Affect Multiple 

Oescrlption (Check Study Areas Service Outage Preventative 

all that apply) (Yes/ No) Resolution Procedures 

L __ - --- -- -

i 

Page 3 



(700) Price Offerinss including Voice Rate Oata 

Data Collection Form 

<010> Study Area Code 

<01S> Study Area Name 

<020> Program Year 

<030> Contact Name- Person USAC should contact regarding this data 

351346 
ACC: TEL ASSU-tA. 

2014 

Cynthia sveet 

<03S> Contact Telephone Number- Number of person identified in data line <030> 5078966211 

<039> Contact Email Address- Email Address of person identified in data line <030> caweetaacec=group . cocn 

<701> Residential Local Service Charge Effective Date 

<702> Single State-wide Residential local Service Charge 

<703> <al> <12> <a3> 

p/ll20l3 - -I 
<bl> <b2> 

Residential Local 
<b3> 

State Exchanae (ILECI SAC(CETC) Rate Type Service Rate State Subscriber Une Charae 

I 

-See att ached worksheet 
---

1010412013 

Page4 

<b4> 

FCCForm481 

OMS Control No. 306().0986/0MB Control No. 3()60.0819 
July 2013 

<bS> <c> 
Mandatory Extended Area 

Stltl Universal Service Fee Service Charae Total per line Rates and Fee 

Page4 

I 



(710) Broadband Price Offerincs 

Data Collection Form 

<010> Study Area Code 

<01S> Study Area Name 

<020> Prosram Year 

351346 

ACE TEX. ASSN -IA 

2014 

<030> Contact Name- Person USAC should contact regarding this data Cynthia sveet 

<03S> Contact Telephone Number- Number of person identified in data line <030> 5078966211 

<039> Contact Email Address - Email Address of person identified in data line <030> c • .,... too.cacoagroup · c001 

<711> <11> <12> <bl> <b2> <o 

State Rqulated 
State Exchance (ILEC) Residential Rate Fees Total Rate and Fees 

-- Se e attached 
wnrL --

10104/Z013 

<dl> 

Broadband Semce -
DowniOlld Speed 

(Mbps) 

FCC F'Orm 481 

OMB Control No. 3~86/0MB Control No. 3060-0819 

July 2013 

<dl> <d3> <d4> 

Usace Allowance 
BrOlldband Service- Usace Allowance Action Taken Wben 

Upload Speed (Mbps) (GB) limit Reached (select} 

' 

Pages 

PageS 



(800) Operating Companies 

Data Collection FOt"m 

<010> Study Area Code 

<OlS> Study Area Name 

<020> Program Year 

<030> Contact Name • Person USAC should contact regarding this data 

)~1346 

ACE TBL ASS'S ~IA 

20:4 

cynthia Sveet 

<03S> Contact Telephone Number· Number of person identified in data line <030> 5078966211 

<039> Contact Email Address • Email Address of person identified in data line <030> csvectaacecoaogroup. coco 

<810> Reporting Carrier Ace Telep!tone A&aoeiation 

<811> Holding Company Ace 'l'elephone Association 

<812> Ope_ratingCompany J\ce Telephone ).esociation 

<al:> <a2> 

Affiliates SAC 

,.... 
'"'v"' c lllQ'-'ItwU UV' '" 

10104/201 3 

........ 

Page6 

FCCForm481 

OMB Control No. 3060-0986/0MB Control No. 306(H)819 

July 2013 

<a3> 

Doing Business As Company or Brand Designation 

Page6 



(900) Tribal Lands Reporting 
Data Collection Form 

<010> Study Area Code 
<015> Study Area Name 

<020> Program Year 

351346 

ACE TEL ASSN- IA 

2014 

<030> Contact Name - Person USAC should contact regarding this data cynthia sveee 

<035> Contact Telephone Number- Number of person identified in data line <030> so789&6 211 

<039> Contact Email Address- Email Address of person ident ified in data line <030> ceweetG:aceccngroup.cOI:I 

<910> 

<920> 

Tribal land(s) on which ETC Serves 

Tribal Government Engagement Obligation 

If your company serves Tribal lands, please select (Yes, No, NA) for 

each these boxes to confirm the status described on the attached 

PDF, on line 920, demonstrates coordination with the Tribal 

government pursuant to§ 54.313(a)(9) includes: 

<921> Needs assessment and deployment planning with a focus on Tribal 
community anchor institutions; 

<922> Feasibility and sustainability planning; 

<923> Marketing services in a culturally sensitive manner; 

<924> Compliance with Rights of way processes 

<925> Compliance with land Use permitting requirements 

<926> Compliance with Facilities Siting rules 

<927> Compliance with Environmental Review processes 

<928> Compliance with Cultural Preservation review processes 

<929> Compliance with Tribal Business and licensing requirements. 

Select 
(Yes,No, 

NA) 

"'""'\: 

10104/2013 

Name of Attached Document (.pdf) 

Page7 

FCCForm481 

OMB Control No. 3060-0986/0MB Control No. 306()..0819 

July2013 
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(1100) No Terrestrial Backhaul Reporting 
Data Collection Form 

<010> Study Area Code 
<015> Study Area Name 

<020> Program Year 

<030> Contact Name - Person USAC should contact regarding this data 

<035> Contact Telephone Number- Number of person identified in data line <030> 

<039> Contact Email Address- Email Address of person identified in data line <030> 

Please check this box to confirm no terrestrial backhaul 

<1120> options exist within the supported area pursuant to § 54.313(G) 

<1130;. 

Please check this box to confirm the reporting carrier offers 

broadband service of at least 1 Mbps downstream and 256 kbps 

upstream within the supported area pursuant to § 54.313(G) 

D 

D 

351146 

ACE TilL ASSN- IA 

2014 

cynt bia sweet 

5078 966~11 

c.weetuaceo:cogroup. com 

10/04/201 3 

FCCForm481 

OMB Control No. 3060-0986/0MB Control No. 3060-0819 
July 2013 

PageS 

Page 8 



(1200) Terms and Condition for Lifeline Customers 
Lifeline 
Data Collection Form 

<010> Study Area Code 

<015> Study Area Name 

<020> Program Year 

<030> Contact Name - Person USAC should contact regarding this data 

<035> Contact Telephone Number- Number of person identified in data line <030> 
<039> Contact Email Address- Email Address of person identified in data line <030> 

<1210> Terms & Conditions of Voice Telephony Ufeline Plans 

351346 

AC£ TEL ASSII- Ill 

20:4 

Cynthia sweet 

5078966211 

csveet.!!acecongrocp . com 

Name of attached document (.pdf) 

<1220> 

<1221> 

<1222> 

Link to Public Website 

"Please check these boxes below to confirm that the attached PDF, 

on line 1210, or the website listed, on line 1220, 

contains the required information pursuant to § 

54.422(a)(2) annual reporting for ETCs receiving low-income 

support, carriers must annually report: 

HTIP """'. acegroup . cc 

Information describing the terms and conditions of any voice m 
telephony service plans offered to Lifeline subscribers, 

Details on the number of minutes provided as part of the plan, ICZJ 

<1223> Additional charges for toll calls, and rates for each such plan. ICZJI 

10/0412013 

FCC Form 481 

OMS Control No. 3060-0986/0MB Control No. 3060-0819 
July2013 

Page 9 

Page 9 



(2000) Price cap carrier Additional Documentation 

Data Collection Form 

Including Rate-o/-Retum Carriers ot/lllated with Price Cop LocoiiJ!tch<ul~ Co"lers 

<010> Study Area Code 

$01S> StudY Area Name 

<020> Program Year 

3513'' 

AC& TEL ASSN-IA 

2014 

<030> Contact Name· Person USAC should contact regarding this data Cynthia sweet 

<03S> Contact Telephone Number· Number of person identified in data line <030> 5078966211 

<039> Contact Email Address • Email Address of person identified in data line <030> caveet"acec""9roup. con 

Page 10 

FCCForm481 

OMB Control No. 3060-0986/0MB Control No. 3060-0819 

July 2013 

CHECK the boxes below to note compliance as a recipient of Incremental Connect America Phase 1 support, frozen Hi&h Cost support, Hish Cost support to offset access charge reductions, and Connect America Phase II 

support as set forth in 47 CFR § 54.313(b),(c),(d),(e) the information reported on this form and in the documents attached below Is accurate. 

<2010> 

<2011> 

<2012> 

<2013> 

<2014> 

<201S> 

<2016> 

<2017> 
<2018> 

<2019> 

<2020> 

<2021> 

Incremental Connect America Phase I reporting 

2nd Year Certification {47 CFR § S4.313(b)(1)} 

3rd Year Certification {47 CFR § 54.313(b)(2)} 

Price Cap Carrier Recelvlns Frozen Support Certification {47 CFR § 54.3U{a)} 
2013 Frozen Support Certification 

2014 Frozen Support Certification 

2015 Frozen Support Certification 

2016 and future Frozen Support Certification 

Price Cap Carrier Connect America ICC Support {47 CFR § 54.313(d)} 

CertifiCation Support Used to Build Broadband 

Connect America Phase II Reporting {47 CFR § 54.313{e)} 

3rd year Broadband Service CertifiCation 

Sth year Broadband Service Certification 

Interim Prosress Certification 

Please check the box to confirm that the attached PDF , on line 2021, 

contains the required information pursuant to § 54.313 (e)(3)(ii), as a recipient 

of CAF Phase II support shall provide the number, names, and addresses of 
community anchor institutions to which began providing access to broadband 

service In the preceding calendar year. 
Interim Prosress Community Anchor Institutions 

E3 

~ 
Cl 

~ 
Name of Attached Document Usting Required information 

Page 10 
10JQ41201 3 



(3000) Rata Of Return camer Additional Doalrnentation 

Data Collection Form 

<lllO> Study Area Code 
<015> Study Area Name 

351346 

ACE TI!L ASSY-IA 
<020> Pr'OKI'MI Year 2014 

<OJO> ContKt Name· Penon USAC shoukl contxt rq.,.Jtina fbis ~ Cynthia Sveet 
<035> Cont.ctTelcphone Number· Numbttofperson id~fied in data line <030> 50799662!~ 

<039> Contact Email Address· EmaA Address of penon identified in dati line <030> csveeteacecODCJroup. co-

FCX:Fonn481 

OMB Control No. 30~MB Control No. 3D5G-0319 

July 2013 

OIECKtllobousbelowtonotocomplloneeonitsfivt-serft<aquolityplan(-ntto47CfR§S4.242(a))lnd,lo<pmmelyholdurrion,........,.compliancowttlltbtllnancialr-rtln&~••u•at,_in47 

CfR § 54.313(fK2).1 lu1111et Urtify thot the information reported on this fonn and in tho documents •-had below is OCCIInte. 

P-1 Report on 5 Yolf Pian 

(3010) - .. C.nlflcatlon (47 CfR § 54.313(1)(1)(ij) 
-check this box to conf"ltm thot tho -"cd PDF, on Une 3012, 

contains the required infonnotion pullUont to§ 54.313 (1)(1)(11), as a 
(3011) ~pient of CAF Phose II support shall provide !he number, n..,..., ond 

eddresses of community anchor Institutions to whk:h ~~ providinc 
accesJ to brolldh.nd seMee in the precedin1 c:Mcndar year. 

(3012) Community Anchor Institutions (47 CFR § 54.313(1)(1)(•)) 
(3013) Is your cornpeny • Prlvatoly Held ROR Carrier (47 CFR § 54.313(1)(2)) 
(3014) W yes, does your company filo tho RUS onnual._rt 

(3015) 

Ploasochtck those bo.., to conllnn that the attached PDF, on line 3017, 
contains the required lnformJtion pursu~nt to§ S4.313(f)(2) complance 
.--1m: 
El~c copy of tl>elr annual RUS ,_rts (Operotin1 Report lor 
T~ommunkatfons Bonowen) 

(3016) PDF of llalanco 5heot, lneome Statoment and Stotoment of Cash Flows 

(3017) 

(3018) 

If the response is yes on line 3014, attach your comp.ny's RUS annuli 
repon and aU requited documentation 
If the response IS no on line 3014, Is your company wditl'd? 

If the response is yes on line 3018, please chtck the boxes below ta 
confirm your submlulon, on Une 3026 punuant to S 54.313(1)(2), C<>nlaiM 

(JOU) ~a copy of thotr audited llnonclalsbtoment; .,.. (2) a finondol­
in a format COftlllonble to RUS Operatina Report for Telecomrnunicotions 

130201 PDF of 8alanco Shtot.ln<ome Statement and Stotcment of Cash Fl...,. 

(302l) Man,.- 1ettot Issued by the ~t cert~;e.t public accountant 
that porfonnad tho compony's fononciol audit. 

(3022) 

(30Z3) 

(30Z4) 

(3025) 

W the response b no on line 3018, please chodt the boxes bel-
to c:onflnn your submission, on IItie 3026 pursuant to§ 54.313(1)(2), 
conUins: 
COpy ofthel<ftnandalrtatomontwhk/1 h•s been subject to,..._ by on 
lndependent Uftifled pubtic accovnbnt; or 2) a financial report in a 
format comparable tD RUS Oporltlna Report for Telocommuni<otions 
Borrowon, 
Unciof¥nllnfonnallon sub)ectod to a r......., by on lnclependeflt certffied 
public accovnt:am 
Undtf1ylna Information subjoctod to.,. offkor cortiflcotlon. 

PDF of Babnc• Sheet, tnc:ome Statement and Statement of cash Fl~ 

(3026) AtUch tho worksheet llltlna rtqulred infonnatlon 

Name of Attached Ooa.lmcnt Listin& Required lnformation 

Name of Atbched Document Littin& ReQuired Information 

Name of Atn<:hed Document Ustin& Requited lnfonn8tion 

N.ame of Attxhed Document Usttna Requited lnf'onnltion 

1010412013 

CJ 

W_(Yos/No) 
OYos/No) 

D 
ICJI 

[2J(Yet/No) 

m 
m 
m 

D 

o 
8 
351H6ia30l6 

Pece 11 

Pa1ell 



Page 12 

FCCForm481 Certification· Reportlns Carrier 
Data COllection Form OMB Control No. 3060-0986/0MB Control No. 3060-0819 

July 2013 

<010> Study Area Code 
351346 

<015> Study Area Name ACE TEL ASSN·IA 

<020> Pro ram Year 2014 

<030> Contact Name ·Person USAC should contact regarding this data Cynthia Sweet 

<035> Contact Telephone Number· Number of person ldentlned In data line <030> 5078966211 

<039> Contact Email Address· Email Address of person ldentlfled In data line <030> csweotCDacecomgroup ·com 

TO BE COMPLETED BY THE REPORTING CARRIER, IF THE REPORTING CARRIER IS FlUNG ANNUAL REPORTING ON ITS OWN BEHALF: 

Certification of Officer as to the Accuracy of the Data Reported for the Annual Reporting for CAF or U Recipients 

I certify that lam an officer of the reportlns carrier; my responsibilities lndude ensurlncthe accuracy of the annual reportlnc requirements for universal service support 
redplenls; and, to the best of my knowledse, the Information reported on this form and In any attachments Is accurate. 

Name of Reporting Carrier: ACE TEL ASSN·IA 

Sllftllure of Authorized Offlcer: CERTIFIED ONLINE Oote 10/04/2013 

Printed name of Authorized Officer: Todd Roesler 

Title or~ltlon of Authorized Officer: CEO 

Telephone number of Authorized Officer: 5078966292 

Stucly_Area Code of ReportlnjLCarrler: 351346 Filli'III_Due Date for this form: 10/15/2013 

Persons willfully moklns Ioise statements on this form can be punished by fine or forfeiture under the Communications Act of 1934, 47 U.S.C. §§ 502, 503(b), or flne or Imprisonment 
under TitlelB of the United States Code, 18 U.S.C. § 1001. 

1010412013 Page 12 



Pase13 

FCCForm481 Certification · Alent I C.rTiu 
Data Collection Form OMB Control No. 3060-0986/0MB Control No 306().()819 

My2013 

<010> Stud Area Code 351346 

<015> Study Aro• Name ACE TEL ASSN· IA 

<020> Pro ram Ve1r 20H 

<030> Contact Name~ Person USAC should contact resardlns this data cynt.hia sweet 

<035> Contact Telephone Number· Number of person Identified In data line <030> 5078966211 

<039> Contact Email Address ~ EmaU Address of person idontlfled In dato line <030> cnwcetttacccomgroup . com 

TO BE COMPLETED BY THE REPORTING CARRIER, IF AN AGENT IS FlUNG ANNUAL REPORTS ON THE CARRIER'S BEHALF: 

Certification of Officer to Authorize an Agent to File Annual Reports for CAF or Ll Recipients on Behalf of Reporting carrier 

I certify lllat (Name of Agent) Is aulllorlzed to submit the Information reported on behalf of the reporting carrier. I 
also corUfy that I am an officer of lila reporUng carrier; my responslbiiiUas lncluda en1111rlng the accuracy of the annual dala reporting raqulramants provldad to tha authorized 
ogenl; and, to the best of my knowledge, the reports end dala provided to the authorized agent Is accurale. 

Name of Authorlted A&ent: 

Name of Reporting carrier: 

Signature of Authorlted OffiCer: O.Ote: 

Printed name of Authorized Officer: 

In~• or_posltlon of Authorlted Officer: 

Telephone number of Authorized Officer: 

Studv Area Code of R"'"'_rtlnll carrier: Flltn11 Due O.Ote lor this form: 

P•rsons willfultv maklnc false statements on thts form can be punished by fine or forfeiture under the Communlc.ltlons Act of 1934, 47 U.S.C. §t S02, S03(b), orflne or Imprisonment 
under Title18 of the Un~ed Stole> Codo, 18 U.S.C. § 1001. 

TO BE COMPLETED BY THE AUTHORIZED AGENT: 

Certification of Agent Authorized to File Annual Reports for CAF or ll Recipients on Behalf of Reporting Carrier 

~as asent lor the reporting carrll!r, certify thot I am authorlred to submit the annual reports for universal service support recipients on behalf of the reportln& carrier; I have provided 
the data reported herein based on data provided by the reporUns carrier; and, to the best of my knowled&e, thelnformatlon reported herein Is accurate. 

Name of Re~~Qrtlns carrier: 

Name of AuthoriZed Arent or Employee of Agent: 

Sirnature of Authorized Asent or EmPiovee of Arent: O.Ote: 

Printed name of Authorized Apnt or Employee of Agent: 

ntle or position of Authorized Aunt or Employee of ARent 

Telephone number of Authorized Agent or Employee of A&ent: 

Study Area Code of Reportlnr Carrier: Fllln11 Due Date for this form: 

Persons willfully maklnc false statements on thfs form can be punished by flne or forfeiture under the Communk•tlon' Act of 1934, 47 U.S.C. §§ 502, SOl(b), or fine or lmprtsonment under n tte 
18 of the United Stat., Code, 18 U.S. C. § 1001. 

10/04/2013 



Attachments 

1010<1/2013 



(BOO) Operatlns Companies 

Data Collection Form 

<010> Study Area Code 

<015> Study Area Name 

<020> Program Year 

<030> Contact Name - Person USAC should contact regarding this data 

35134 6 

ACE ':EL liSSN-IA 

2014 

cynthia Sweet 

<035> Contact Telephone Number- Number of person identified in data line <030> 5078966211 

<039> Contact Email Address- Email Address of person identified in data line <030> caweetcacecomgroup .cO""'' 

<810> Reporting Carrier 
Ace Telephone Asaociation 

<811> Holding Comp;my Ace Telephone Asaociation 

<812> Operating Company Ace Telephone A&aociation 

<al> <a2> 

Affiliates SAC 

Ace Telephone Association 36134 6 

Ace Telephone Company of Michigan, Inc 310704 

Ace Telephone Comp_any of Michigan, Inc 3 1.07'7 7 

Ace Tele~hone Company of Michigan, Inc 310669 

Ace Tele~hone Company of Michigan, Inc 3106 9 2 

Ace Link Telecommunications, Inc 
- ---- - -- -- - - - - -----

10104/201 3 

FCC Form481 

OMB Control No. 3060-0986/0MB Control No. 3060-0819 

July 2013 

<a3> 

Doing Business As Company or Brand Designation 

Ace Communications Group 
Ace Communications Group 
Ace Communications Grou~ 
Ace Communications Group 
Ace Communications Group 

L__ -~--- - - · - - · -



ll E 510 

ACE TELEPHO E ASSOC A 10 

STUIDY AREA CODE 

351346 



Study Area Name: Ace Telephone Association 

SAC: 351346, 361346 

Program Year: 2014 

Certification that Ace Telephone Association is complying with applicable 

service quality standards and consumer protection rules 

As a local exchange carrier, Ace Telephone Association (Carrier) is obligated to 

comply with the numerous consumer protections and has established operating 

procedures designed to facilitate compliance with such consumer protections rules and 

service quality standards. As part of the operating procedures, appropriate training is 

conducted for employees. 

Carrier is complying with all applicable and effective public service commission 

and FCC consumer protection rules and service quality standards. Carrier has a 

Customer Proprietary Network Information (CPNI) Manual which reflects the FCC's 

current CPNI rules. A copy of the Manual, Annual CPNI Compliance Certificate and 

annual notices to customers on matters related to customer privacy has been submitted 

with this filing. 

Carrier has also implemented an Identity Theft Prevention Program in 

accordance with the federal Red Flags Rule. A copy of manual has been submitted with 

this filing. 



NATIONAL 
DO NOT CALL 

REGISTRY 

Restrict Unwanted Telephone Solicitations 
In 2003, the Do-Not-Call Act was signed mto law. This legislation allowed for the establishment 
and enforcement of a national Do-Not-Call Registry giving consumers a choice regarding 
telemarketing calls. If your number is listed on the registry, all commercial telemarketers, 
except for businesses with whom you have an existing relationship or certain non-profit 

and poUtlcal organizations, are not allowed to call you. 

Consumers may register their residential telephone number, including wireless numbers, on 
the national Do-Not-Call Registry by telephone or by Internet at no cost To register by telephone, 

consumers may call1·888-382-1222. For TIY, calll-866-290-4236. You must call from the phone number you wish 
to register. You can register on-line for the national Do-Not-Call Registry via the Internet at www.donotcall.gov. 

Inclusion of your telephone number on the national Do-Not-call Registry will be effective 31 days after registration. Your 
number will remain on the registry permanently. You are allowed to remove your number from the registry at any time. 



~ci: 
Ace Service 
ACfi CQMMUNJCA'DQNS GROUP is a cooperative 
that pays capital credits to ita members. Capital aedita 
are imounls in exceaa of operating co:tts and expenses 
IJld ue allocated to members based on lbeir business (pa· 
tronage) with Ace. Capital credits ue paid to members at 
tbe clilcnldoa of tbe Board of Dlm:tora. In order to be a 
member of the Ace cooperative, you must bave telephone 
service. Por 11101e information on capital credits and 
membership, pleale contact Ace's Membelllbip Depart­
ment at 1811 or 888-404-4940 (option 4). 

ACE LINK TELP.COMMUNICADQNS. INC. is a 
wboJly-owned subsidiary of Ace Communicaliom Oroup 
and serves lhe City of Caledonia. M'mneaota. Ace Link ia 
a corporation, not a cooperati\'e. i:. 
... 181 ........ ...,to. 
To apply for telepbone service, call Ace at 811 (toU free 
from any Ace II!I'Ving ~~a) or 888-404-4940 or visit ua at 
2f17 B. Cedar, Houston, MN. 
Residential customers must provide: 

- name - old and new address 
- aoc:ial security number - date of binh 

Business customm must provide Articles of lncorpofa­
tion, Articles of Limited Liability Company oe a Parmer­
abip Agreement, and complete u account aulbarization 
form. 
Fedetal Thule Commiaaion rules require veriftcation of 
ideality or corpora1e authorization befCR new service ia 
installed. 

Customers must be age 18 or older to open an account. 

Dl 1 Service 
If you no longer need phone service from Ace, call wilb 
lbe foUowing information: ·-• telepbone number 

• new addnlu for final billing and capital c:mctits ~ 
conla ....... .., ... 

Now you can bow who a c:aU is foe before you aaawer 
tbe pbooe. Wilb nen Service. you can have two teJe. 
phone numbers usip:d to lbe same liae. F.acb number 
'- a distincdve rina. 10 you c:m aaiga a number solely 
to lbe cbilcben. Or, you can assip a separate number to 
your home business and one to lbe family. 

<Allbouab you ba\'e two telephone numbers assipod to 
your line, you bave just one line and only one converaa. 
tion C1D be beld at a time.) 

Moatbly CbarJe. .. .$3.95 IDalallalion Chaqe ... .$18.00 

wrthrec.JI 
Re\'ediw callins enables you to c:aU your own telephone 
number. 'Ibis is useful wbeo you wisb to call your ejlten­

aion phone iD IDOCber buildina oe in aDOCber part of your 

-

Tel.,.._. Service Connection 
Chargee 

{Rat4ential or Busineaa) 
Service Oraer Cbarge . .. . .... .. $12.00 
Central Office ..... . .... $ 6.00 
Trip Charge . . •. . • •••• . • • •• .•• $60.00 

LNHCI Telephonea 
Touch-tone telephones: 

Standard wall or desk phone ..... $2.0Mnonth 

Ace Aau,.10e 
Supriaea can be fun. But, when it's your pbone, relevisac 
or internet service, you'd ratber not be surpriaed wilb 
service cbarp to figure out why you cau't get connec 
eel. Wilb Ace Aaswance, you make one c:aU and we'1 
011 our way to finding tbe problem. It's always Ace's 11 

sponaibility to fix problems tbat exist in our equi~ 
beyond our lines physically connoct to the set\111 
wires inside your bome. But if lbe problem is within y01 
bome, you are cbarged $60 foe a service 
Wilb our Ace Aasuruce plan, we'D diagnose the proble 
and offer a solution, all for a low montbly fee that's addc 
to your bill. Call ua at 888.404.4940 and learn men. 

Montbly Cbarge .... $1.95 per service (Siboae, DSL, 1"' 

Non-Publllllled Nu, ........ 
You may wiab to keep your telephone number priva 
with a Non-Publisbed number. 

Noo-Publiabed telepbone numbers are not listed in o 
directory or given out by operators at directoly usiatanc 

Montbly Cbarp ... .$1.00 Installation Cbqe. ... $12.1 

Vacation Rate S.VIce 
If you ue ltaving towD for m esleDded period of WI 
you may wiab to place your services on Vacation Ra 
This wiD assure you of keepina tbe same telephone nw 
ber and email address and will mtuce lbe papawo 
rp~uiml when you return bolne. Vacation Rate cluq 
vat)' by service. Services can be 011 v.:ati011 Rate for 
longer dJaa six montbs and no less tbau 30 days. C 
Cui1Dma' Service at 1811 for men information. 

1001 Block 
Access to 900 Bloc:tioa Service ia available to all a& 
scriben with no Service Order cbarge for the fint bloe 
Subsequent requests to clwlge blocking status will IN 
a Service Order cbarp. 

'lbiiDent.l 
ToU denial, available to all customers, prevents my I 
calla made from your pbone. Howewr, if you want to 
able to place 1010e long diataoce calls, you can bave 1 
Denial with PIN (personal idaaificalioa number) ov 
ride inatalled 011 your line. Eadt time a call is pJac:ed fit 
your pbone, you must enter your PIN to piD access to 
lona distaace toU network. 

bouse. ('Ibis may not be available on all telepbone lines.) 1bll Denial only ..... no cbarp InsuU Cwp ..... $18 
• c:aU Toll Denial wiPJN .. $2.00/mo. IDslall Cwp .... .$18 To place a revertive : 

1. Dial your7-cligit number. [fC' All pnc.s Mil setvloes subJBCI to t:11B1J9' 
2. Usten fw recordiDa and bans up. ~ • \"I 
3. Wben p11one nap. lift receiver and talk. , ..:_;I ( l ~ r 1 c ..LJ /J ~c;r~'-1--& 
tke -'(e/..tpl1() rt.L 1SS4ata>lrtJ.r? JT L ~~~4(p 



ACE COMMIINir.ATIIUIR r.DntiD 

-J4cE Calling F.eatures 

NOI'E: Caner ID, Blocking, Unblocking, and CaU 1'nce 
may not work when calling from some pay phones, PBX, 
Key, Centrex syatems, or when p!acii!J 800 number calls. 

Caller ID/Call Waiting ID 
With Caller ID, the name and number of the party calling 
you will be shown on your di1pJay telephone and on your 
TV if you subscribe to Ace Digital TV service. (Some 
numben will not be displayed if the c:alling party blocks 
their number or if their telephone company does not have 
the nec:eawy equipment to handle CaBer 10.) 
With CaU Waiting ID, you will see who is calling you 
wben you are on die phone and hear "beep-beep" to 
inclic:are a second call is waiting. 1b utilize CaU Waiting 
ID, you need the Caner ID and CaU Waiting featwes on 
your line, and a compatible display phone or add-on unit. 
You can purchase display phonea from N:e, whic:b abo 
keep a log of the name, number, date and time of your 
iDc:oming c:alls. 

Monthly Charge ••....•. $4.50 for name and number 
$0.50 f« CaU Waiting ID 

CalleriD lock .... ~ 
Prevents your telephone=~ \em, displayed on 
caiJcd party's CaUer ID unit or telqlbone. 
Li Blocking will prevent your number from being dis­
played on all c:aJ1s made from your line except c:aJ1s to 
toll-me numbers and 911. H you are calling aomeoue 
wbo bas Caller ID, the word "Private" or "Anonymous" 
will be displayed instead of your telephone number. This 
service is available to aU residential customers and lome 
buainesses, suc:b as law enforcement agencies. 
1b canc:el the blocking on a per call basis: 

Dial *82 bef~ diaJina an outgoing number. 1be line 
is immediately rebloc:bd after your call. 
Monthly Cbarge ••...••. $1.00 
Installation Cwp .... no c:baJp if added cluring first 90 

days of service 
~ CaU Blocking will block your number for one calL 

Dial *67 before you dial your outgoing pbone number. 
Montbly Qqe ........ no dwgelavailable to aU cus­

tomers 

Cai1 Tr8ce 
Call Thlc:e allows you to ac:tMrc an immediate trace of 
the last inc:omiog call. This is useful after receiving a ha­
rassing or prank c:aU if you wish to iavolve Jaw enforce­
ment 
To activate CaU Trace: 

I. Hang up after a harassing call. 
2. Pick up the receiver and liatea for dial tone. 
3.Pras •n. 
4. Follow recorded message to ac:dv8le trace. 
S. Listen for second meuage atatiD& successful or un­

succ:esafuJ trace. 
6. Notify law enfon:ement ageoc:y if you wish to take 

action. 1bey will contact A£;e Communications 
Group. 

You do not need to sip up for Call nac:.-it is available 
on your JiDe at aU times. 

Chalp ...... oo clwp/available to all cusiOmerS 

Last can Retum 
Last CaU Return gives you the telephone number of your 
last caller, the time and date of the call, and the option to 
recall that number. 
1b use Last CaU Return: 

I. Listen for dial tone. 
2. Press •69. 
3. Dial 1 to activate Call Return. 

H their · is busy, you may bang up and your phone will 
continue tryinS for up to 30 minutes. A special callback 
ring will alert you if the line becomes free. 
To c:anc:el: Press *89. 

Monthly Cbarp ........ $2.00 

Priority Call 
With Priority CaD, you set up a list of telephone numbers 
th8l you would lib to ring in a abort-long-short ringing 
pattern. This leta you know dlat someooe special is call­
ing. H you have Call Waiting, you will have a distinctive 
CaU Waiting tone also. 
Th set up a list: 

I. Preas *61. 
2. Presa #1, dial the number, preaa #f. 

Th ac:caa or ~ off this service: 
I. Press •61. Message will say if your list is on or off. 
2. 10 ~ your list on or off. dial 3. 
Montbly Charge ........ $2.00 

Repe .. Dial 
Repeat Dial automatic:aUy tediala die lase busy number 
you called. 
To use: 

1. Altlz a busy signal, bang up. Then lift handset aad 
listen for dial tone. 

2. Press *66. 
1bia feature is ac:live for 30 minutes. When the line is 
fn:e, you will be alerted with a distinc:tiw ring, aDd the 
c:aU will automatically be made. 
lb c:anc:el: IUss •86. 

Monthly Owp ..... -. $2.00 

AnonJIIIOU8 Call Reject._ 
When you have Caller ID, this service will route any in­
coming call dlat baa ita telepbone number bloc:bd to a 
recording th8l states you ans not ac:cepting bloc:bd c:alla. 
Thuse: 

1. Listen for dial tone. Preas *77. 
2. Listen f« c:oofirmation meuage, h8llg up. 

Th c:anc:el: Press *87 and listen for mesaap. 
Monthly Charge ........ no c:barge/available to aU cus­

tomen 

leleothre C I Acceptance 
W'ltb this service, you aeate a lisa of telepbooe numbers 
based oo wbicb calls you want. Callen not on tbe list will 
be routed to an 8DJIOUDCemeat informing Cbem their call 
is not being acc:epted 11 this time. Your selectccl calls will 
have a specialized ring. 
To use: 
l.Pras~. • 
2. IUss #, dial the number, press t. 
Th~«~dthis~: -

1. Prea •64. Message will say if your list is on or off. 
2. 1b ~ your list oo «off, clial3. 

Note: AD prloes and subjBCI to change. Montbly Cwge ........ $2.00 
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Conununlcatlons Group 

Annual 47 CFR 64.2009(e) CPNI Certification 
EB Docket No. 06-36 

January 29,2013 

Marlene H. Dortch, Secretary 
Office of the Secretary 
Federal Communications Commission 
445 121h Street S.W., Suite TW-A325 
Washington, D.C. 20SS4 

RE: Annual CPNI Compliance Certificate 
Ace Telephone Aasoeiation 
Form 499 Filer ID ##801095 

Dear Secretary Dortch, 

In accordance with 47 CFR 64.2009(e). please find attached the Company's Annual 
Compliance Certificate for the previous calendar year, 2012. The Compliance Certificate 
includes the Company's: 

• Statement explaining how its operating procedures ensure compliance with 47 CFR, 
Part 64, Subpart U; 

• An explanation of any actions taken against data brokers; and 
• A summary of all customer complaints received in the past year concerning the 

unauthorized release of customer proprietary network infonnation (CPNI). 

If you have any questions regarding this filing, please direct them to the undersigned. 

Enclosure 

~ 
Todd Roesler 
ChiefExecutive Officer 
Ace Telephone Association 

cc: via e-mail: Best Copy and Printing, Inc., FCC@BCPJWEB.COM 

101 &lit CM1ot Street • PO 11o1t J60 • Houston. MN SS9<fJ.OJ60 • S01.B96.JJ92 • 501.196.2149 (klcJitr!W) 



CERTIFICATE OF COMPLIANCE WITH PROTECTION OF 
CUSTOMER PROPRIETARY NETWORK INFORMATION RULES 

Including: 

Statement Explaining How Operating Procedures Ensure Regulatory Compliance 

Explanation of Any Actions Against Data Brokers, and 

Summary of all Customer Complaints Received 

Todd Roesler signs this Certificate of Compliance in accordance with § 222 of the 
Telecommunications Act of 1996, as amended, 47 USC 222, and 47 CFR 64.2009, on 
behalf of Ace Telephone Association (Company), related to the previous calendar year, 
2012. 

This Certificate of Compliance addresses the requirement of 47 CFR 64.2009 that 
the Company provide: 

• A "statement accompanying the certificate" to explain how its operating procedures 
ensure compliance with 47 CFR, Part 64, Subpart U; 

• An explanation of any actions taken against data brokers; and 
• A summary of aU customer complaints received in the past year concerning the 

unauthorized release of customer proprietary network information (CPNI). 

On Behalf Of The Company. I Certify As Follows; 

1. I am the Chief Executive Officer of the Company, and therefore an officer of 
the Company. My business address is 207 E Cedar Street, Houston MN 55943. 

2. I have personal knowledge of the facts stated in this Certificate of 
Compliance. I am responsible for overseeing compliance with the Federal 
Communications Commission's (FCC) rules relating to CPNI. 

Statement Exolaining How Operating Procedures Ensure Regulatory Compliance 

3. I have personal knowledge that the Company has established operating 
procedures that are adequate to ensure compliance with the FCC's regulations governing 
CPNI. 

4. The Company ensures that it is in compliance with the FCC's CPNI 
regulations. The Company trains its persoMel regarding when they are authorized to use 
CPNI, when they are not authorized to use CPNI, and how to safeguard CPNI. The 
Company maintains a CPNI Compliance Manual in its offices for purposes of training of 
new and current employees, and as a reference guide for all CPNI issues. Our CPNI 
Compliance Manual is updated to account for changes in law relating to CPNI. The CPNI 



Manual contains key all essential information and forms to ensure the Company's 
compliance with CPNI regulations. 

5. The Company has established a system by which the status of a Customer's 
approval for use ofCPNI, as defined in 47 USC 222(h)(l), can be clearly established prior 
to the use of CPNI. The Company relies on the involvement of its high-level management 
to ensure that no use of CPNI is made until a full review of applicable law has occurred. 

6. Company personnel make no decisions regarding CPNI without first 
consulting with management. 

7. The Company has an express disciplinary process in place for personnel 
who make unauthorized use of CPNI. 

8. The Company's policy is to maintain records of its own sales and marketing 
campaigns that use CPNI. The Company likewise maintains records of its affiliates' sales 
and marketing campaigns that use CPNI. The Company also maintains records of all 
instances where CPNI was disclosed or provided to third parties, or where third parties 
were allowed access to CPNI. These records include a description of each campaign, the 
specific CPNI that was used in the campaign, and the products and services that were 
offered as a part of the campaign. The Company maintains these records in its offices for a 
minimwn of one year. 

9. In deciding whether the contemplated use of the CPNI is proper, 
management consults one or more of the following: the Company's own compliance 
manual, the applicable FCC regulations, and, if necessary, legal counsel. The Company's 
sales personnel must obtain supervisory approval regarding any proposed use of CPNI. 

10. Further, management oversees the use of opt-in, opt-out, or any other 
approval requirements, or notice requirements (such as notification to the Customer of the 
right to restrict use of, disclosure of, and access to CPNI}, contained in the FCC's 
regulations. Management also reviews all notices required by the FCC regulations for 
compliance therewith. Before soliciting for approval of the use of a Customer's CPNI, the 
Company will notify the Customer of his or her right to restrict use of, disclosure of, and 
access to, his or her CPNI. 

11. The Company maintains records of Customer approval and disapproval for 
use of CPNI in a readily-available location that is consulted on an as-needed basis. 

12. The Company trains its personnel for compliance with all FCC requirements 
for the safeguarding of CPNI, including use of passwords and authentication methods for 
telephone access, online access, and in-store access to CPNI, and the prevention of access 
to CPNI (and Call Detail Information in particular) by data brokers or .. pre-texters." In­
store visits require valid photo identification. 



13. The Company, on an ongoing basis, reviews changes in law affecting CPNI, 
and updates and trains company personnel accordingly. 

Explanation of Actions Against Data Brokers 

14. The Company has not encountered any circumstances requiring it to take 
any action against a data broker during the year to which this Certificate pertains. 

Summary of all Customer Complaints Received 

15. The following is a summary of all customer complaints received in the past 
year concerning the unauthorized release ofCPNI: None. 

16. The Company has no knowledge of any attempt by pre-texters to access its 
Customer's CPNI. 

Date: 

The company represents and warrants that this certification is consistent with 47 
CFR 1.17, which requires truthful and accurate statements to the Commission. The 
company also acknowledges that false statements and misrepresentations to the 
Commission are punishable under Title 18 of the U.S. Code and may subject it to 
enforcement action. 

__/?/-:TOdd l2l>e ~I.e 1 
Todd Roesler 
Chief Executive Officer 
Ace Telephone Association 
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This Manual reflects federal law on the subject of Customer Proprietary Network 
Information (CPNI), and is current through the FCC's Report and Order and Further 
Notice of Proposed Rulemaking, CC Docket No. 96-115 (rel'd April2, 2007). 
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SECTION 1 

DEFINITIONS 

Account Information: Information that is specifically connected to the 
Customer's service relationship with a Carrier, including such things as an account 
number or any component thereof, the telephone number associated with the account, or 
the bill amount. 

Address of Record: An address, whether postal or electronic, that a Carrier has 
associated with the Customer's account for at least 30 days. 

Affiliate: A person that (directly or indirectly) owns or controls, is owned or 
controlled by, or is under common ownership or control with, another person. The term 
"own" means to own an equity interest (or the equivalent thereof) of more than 10 
percent. 

Aggregate Customer Information: Collective data that relates to a group or 
category of services or Customers, from which individual Customer identities and 
characteristics have been removed. 

Breach: When a person, without authorization or exceeding authorization, has 
intentionally gained access to, used, or disclosed CPNI. 

Carrier: See Telecommunications Carrier. 

Call Detail Information: Any information that pertains to the transmission of 
specific telephone calls, including, for outbound calls, the number called, and the time, 
location, or duration of any call and, for inbound calls, the number from which the call 
was placed, and the time, location, or duration of any call. Remaining minutes of use is 
not Call Detail Information (but is CPN/). 

CMRS: Commercial Mobile Radio Service. 

Communications-Related Services: Telecommunications Services, Information 
Services typically provided by Telecommunications Carriers, and services related to the 
provision or maintenance of Customer Premises Equipment. 

Company: Ace Telephone Association; Ace Telephone Company of Michigan, 
Inc.; Ace Link Telecommunications, Inc.; Allendale Telephone Company; and/or Drenthe 
Telephone and Communications. 
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Customer: A person or entity to which a Telecommunications Carrier is currently 
providing service. 

2 



SECTION 1 

DEFINITIONS (CONT'D) 

Customer Premises Equipment: Equipment deployed on the premises of a 
person (other than a Carrier) to originate, route, or terminate telecommunications. 

Emergency Notification Services: Services that notify the public of an 
emergency. 

Emergency Services: 9-1-1 emergency services and emergency notification 
services. 

Emergency Support Services: Information or data base management services 
used in support of emergency services. 

FCC: Federal Communications Commission. 

Information Service: The offering of a capability for generating, acqwnng, 
storing, transforming, processing, retrieving, utilizing, or making available information via 
telecommunications, and includes electronic publishing, but does not include any use of 
any such capability for the management, control, or operation of a telecommunications 
system or the management of a Telecommunications Service. 

Information Services Typically Provided by Telecommunications Carriers: 
Information services that Telecommunications Carriers typically provide, such as Internet 
access or voice mail services. The term does not include retail consumer services 
provided using Internet websites (such as travel reservation services or mortgage lending 
services), whether or not such services might otherwise be considered to be Information 
Services. 

Interconnected VoiP Service: A service that: (1) enables real-time, two-way 
voice communications; (2) requires a broadband connection from the user's location; (3) 
requires Internet protocol-compatible Customer Premises Equipment; and (4) permits 
users generally to receive calls that originate on the public switched telephone network 
and to terminate calls to the public switched telephone network. 

Local Exchange Carrier: Any person engaged in the provision of telephone 
exchange service or exchange access. Such term does not include a person insofar as 
such person is engaged in the provision of a commercial mobile service (except to the 
extent that the FCC determines that such service should be included in the definition of 
the term). 
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SECTION 1 

DEFINITIONS (CONT'D) 

Opt"ln Approval: A method for obtaining Customer consent to use, disclose, or 
permit access to the Customer's CPNJ. This approval method requires that the Carrier 
obtain the Customer's affirmative, express consent allowing the requested CPNI usage, 
disclosure, or access after the Customer is provided appropriate notification of the 
Carrier's request. 

Opt-Out Approval: A method for obtaining Customer consent to use, disclose, or 
permit access to the Customer's CPNJ. Under this approval method, a Customer is 
deemed to have consented to the use, disclosure, or access to the Customer's CPNI if 
the Customer has failed to object thereto within the prescribed waiting period, after the 
Customer is provided appropriate notification of the Carrier's request for consent. 

Public Safety Answering Point: The term "public safety answering point" means 
a facility that has been designated to receive emergency calls and route them to 
emergency service personnel. 

Readily Available Biographical Information: Information drawn from the 
Customer's life history and includes such things as the Customer's social security 
number, or the last four digits of that number; mother's maiden name; home address; or 
date of birth. 

Subscriber List Information: Any information (1) identifying the listed names of 
a Carrier's subscribers and the subscribers' telephone numbers, addresses, or primary 
advertising classifications (as such classifications are assigned at the time of the 
establishment of such service), or any combination of such listed names, numbers, 
addresses, or classifications; and (2) that the Carrier or an Affiliate has published, caused 
to be published, or accepted for publication in any directory format. 

Telecommunications Carrier: Any provider of Telecommunications Services, 
except that such term does not include aggregators of Telecommunications Services, but 
does include an entity that provides Interconnected VoiP Service. 

Telecommunications Service: The offering of telecommunications for a fee 
directly to the public, or to such classes of users as to be effectively available directly to 
the public, regardless of the facilities used. 

Telephone Number of Record: The telephone number associated with the 
underlying service, but does not include the telephone number supplied as a Customer's 
"contact information." 
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SECTION 1 

DEFINITIONS (CONT'D) 

Valid Photo ID: A government-issued means of personal identification with a 
photograph such as a driver's license, passport, or comparable identification that is not 
expired. 
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SECTION 2 

STATEMENT OF CORPORATE POLICY 

The policy of Ace Telephone Association; Ace Telephone Company of Michigan, 
Inc.; Ace Link Telecommunications, Inc.; Allendale Telephone Company; and Drenthe 
Telephone and Communications (the Company) is to comply with the letter and spirit of 
all laws of the United States, including those pertaining to CPNI contained in § 222 of the 
Telecommunications Act of 1996, as amended, 47 USC 222, and the FCC's regulations, 
47 CFR, Part 64, Subpart U. The Company's policy is to protect the confidentiality of 
CPNI, and to rely on the involvement of high-level management to ensure that no use of 
CPNI is made until a full review of applicable law has occurred. 

The FCC's regulations, 47 CFR 64.2009, require the Company to implement a 
system to clearly establish the status of a Customer's CPNI approval prior to the use of 
CPNI, and to train its personnel as to when they are, and are not, authorized to use 
CPNI, and to have an express disciplinary process in place. This Manual constitutes the 
Company's policies and procedures related to CPNI. · 

All employees are required to follow the policies and procedures specified in this 
Manual. 

Any questions regarding compliance with applicable law 
and this Manual should be referred to Todd Roesler, 
507-896-6292, or Heather Benson, 507-896-6276. 

Any violation of, or departure from, the policies and 
procedures in this Manual shall be reported immediately 
to Todd Roesler, 507-896-6292, or Heather Benson, 
507-896-6276. 
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SECTION 3 

WHAT IS CPNI? 

Customer Proprietary Network Information (CPNI) is-

Information that relates to the quantity, technical configuration, type, 
destination, location, and amount of use of a Telecommunications Service 
subscribed to by any Customer of a Telecommunications Carrier, and that is 
made available to the Carrier by the Customer solely by virtue of the Carrier­
Customer relationship; and Information contained in the bills pertaining to 
telephone exchange service or telephone toll service received by a Customer 
of a Carrier. 

Examples: 

o Information regarding to whom, where, and when a Customer places a 
call; 

o Frequency, timing, and duration of calls; 
o The types of service offerings to which the Customer subscribes; 
o The extent to which a Customer uses a service; 
o The Customer's pre-subscribed toll provider; and 
o Call Detail Information on Inbound and Outbound Calls. 

CPNI is Not-

o Subscriber List Information. 
o Customer name, address and phone number. 
o Aggregate Customer Information. 
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SECTION 4 

USE OF CPNIIN GENERAL 

A. Duty. The Company has a duty to protect the confidentiality of its Customers' 
CPNI. The Company must disclose CPNI upon affirmative written request by the 
Customer, to any person designated by the Customer. See Appendix 4 for Sample 
Form. 

B. Use of CPNI Obtained from Company's Customers: Except as otherwise 
permitted as described in this Manual, when the Company receives or obtains 
CPNJ by virtue of its provision of a Telecommunications Service, it can only use, 
disclose, or permit access to individually identifiable CPNI in its provision of: 

1. The Telecommunications Service from which the information is derived; or 

2. Services necessary to, or used in, the provision of the Telecommunications 
Service, including the publishing of directories. 

C. Use of CPNI Obtained from Other Carriers: When the Company receives or 
obtains CPNI from another Carrier for purposes of providing any 
Telecommunications Service, it shall use such CPNI only for such purpose, and 
not for its own marketing efforts. 

D. Use of Aggregate Customer Information. 

1. Aggregate Customer Information is collective data that relates to a group or 
category of services or Customers, from which individual Customer 
identities and characteristics have been removed. 

2. The Company may use, disclose, or permit access to Aggregate Customer 
Information, but only if it provides such information to other Carriers or 
persons on reasonable and nondiscriminatory terms and conditions upon 
reasonable request. 

E. Tracking Calls to Competitors Prohibited: The Company cannot use, disclose or 
permit access to CPNJ to identify or track Customers that call competing service 
providers. 
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SECTION 5 

USE OF CPNI: CUSTOMER APPROVAL NOT REQUIRED 

The Company may use, disclose, or permit access to CPNI, without Customer approval: 

A. To provide inside wiring installation, maintenance, and repair services. 

B. For the provision of Customer Premises Equipment and call answering, 
voice mail or messaging, voice storage and retrieval services, fax store and 
forward, and protocol conversion. 

C. To protect the rights or property of the Company, or to protect users of 
services and other Carriers from fraudulent, abusive, or unlawful use of, or 
subscription to, such services. 

D. Initiate, render, bill and collect for Telecommunications Services; 

E. CMRS providers may use, disclose, or permit access to CPNI to: 

1. conduct research on the health effects of CMRS; 

2. to provide call location information concerning the user of CMRS-

a. to a Public Safety Answering Point, emergency medical 
service provider or emergency dispatch provider, public 
safety, fire service, or law enforcement official, or hospital 
emergency or trauma care facility, in order to respond to the 
user's call for Emergency Services; 

b. to inform the user's legal guardian or members of the user's 
immediate family of the user's location in an emergency 
situation that involves the risk of death or serious physical 
harm; or 

c. to providers of information or database management services 
solely for purposes of assisting in the delivery of Emergency 
Services in response to an emergency. 

F. Certain marketing activities as discussed on Section 6. 
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SECTION 6 

USE OF CPNI: MARKETING WITHOUT CUSTOMER APPROVAL 

A. The Company may use, disclose, or permit access to CPNI for the purpose of 
providing or marketing service offerings among the categories of service (i.e., 
local, interexchange, and CMRS) to which the Customer already subscribes from 
the Company, without Customer approval. 

)..- Example: Customer subscribes to the primary basic local exchange service 
of ABC Telephone Company (ABC). ABC may use CPNI to market a 
different local exchange service calling plan to Customer. 

B. If the Company provides different categories of service, and a Customer 
subscribes to more than one category of service (the categories being local, 
interexchange, and CMRS) offered by the Company, the Company may share 
CPNI among its Affiliated entities that provide a service offering to the Customer, 
without Customer approval. 

~ Example: Customer subscribes to the local telephone service of ABC 
Telephone Company (ABC), and also subscribes to the toll service of ABC. 
ABC may share CPNI with its Affiliate, XYZ Corp, without obtaining 
Customer's prior approval, if XYZ Corp provides a service offering to the 
customer. 

C. The Company may, without Customer approval, use CPNI to market services 
formerly known as adjunct-to-basic services, such as, but not limited to, speed 
dialing, computer-provided directory assistance, call monitoring, call tracing, call 
blocking, call return, repeat dialing, call tracking, call waiting, caller 10, call 
forwarding, and Centrex features. 
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SECTION 7 

USE OF CPNI: ONLY WITH CUSTOMER APPROVAL 

A. The Company may not use, .disclose, or permit access to CPNI to market service 
offerings to a Customer that are within a category of service to which the 
Customer does not already subscribe from the Company, unless: 

1. No Customer approval is necessary (as described in Section 6); or 

2. The Company has Customer approval to do so. 

B. If the Company provides different categories of service, but a Customer does not 
subscribe to more than one offering by the Company, the Company is not 
permitted to share CPNI with its Affiliates, except with the Customer's approval. 

}.-- Example: Customer subscribes to the local telephone service of ABC 
Telephone Company (ABC), but no other service. ABC may not share 
CPNI with its Affiliate, XYZ Long Distance, without obtaining Customer's 
prior approval. 

C. The Company may obtain approval through written, oral or electronic methods. 

1. If the Company relies on oral approval, it bears the burden of demonstrating 
that such approval has been given in compliance with the FCC's 
regulations. 

2. A Customer's approval or disapproval to use, disclose, or permit access to 
CPNI must remain in effect until the Customer revokes or limits such 
approval or disapproval. 

3. The Company must maintain records of approval, whether oral, written or 
electronic, for at least one year. 
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SECTION 7 

USE OF CPNI: ONLY WITH CUSTOMER APPROVAL (CONT'D) 

D. Except as described in Section 5.E., CMRS providers must obtain the Customer's 
express prior authorization before disclosing or providing access to: 

1. Call location information concerning the user of a commercial mobile 
service, or 

2. Automatic crash notification information of any person other than for use in 
the operation of an automatic crash notification system. 

E. Use of Opt-Out and Opt-In Approval Processes: The Company may utilize the 
Opt-Out or Opt-In Method to obtain approval to use its Customer's individually 
identifiable CPNI for the purpose of marketing communications-related services to 
that Customer. 

1. Opt-Out Method. 

a. Not Permissible: 

(1) To obtain approval to disclose the Customer's CPNI to joint 
venture partners or independent contractors. 

(2) For the purpose of marketing non-Communications-Related 
Services to a Customer. 

)> Example: Opt-Out Method cannot be used to obtain 
Customer approval to market video services. 

b. Permissible: In cases requiring prior Customer approval for the 
purpose of marketing Communications-Related Services to a 
Customer (but not for disclosing CPNI to joint venture partners or 
independent contractors). 

2. Opt-In Method: Permissible in all cases requiring prior Customer approval. 
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SECTION 8 

NOTICES REQUIRED TO OBTAIN APPROVAL TO USE CPNI 

A. Mandatory Notices Regarding Solicitation. 

1. Prior to soliciting any Customer approval to use, disclose, or permit access 
to Customers' CPNI, whether through the Opt-In Method or the Opt-Out 
Method, the Company must notify the Customer of the Customer's right to 
restrict use of, disclosure of, and access to, the Customer's CPNI. 

2. Content of Notice: Customer notification must provide sufficient information 
to enable the Customer to make an informed decision whether to permit a 
Carrier to use, disclose, or permit access to, the Customer's CPNI. The 
notification must: 

a. State that the Customer has a right, and the Company has a duty, 
under federal law, to protect the confidentiality of CPNI. 

b. Specify the types of information that constitute CPNI and the specific 
entities that will receive the CPNI, describe the purposes for which 
CPNI will be used, and inform the Customer of the right to 
disapprove those uses, and deny or withdraw access to CPNI at any 
time. 

c. Advise the Customer of the precise steps the Customer must take in 
order to grant or deny access to CPNI, and must clearly state that a 
denial of approval will not affect the provision of any services to 
which the Customer subscribes. However, the Company may 
provide a brief statement, in clear and neutral language, describing 
consequences directly resulting from the lack of access to CPNI. 

d. Be comprehensible and not misleading. 

e. State that any approval or denial of approval for the use of CPNI 
outside of the service to which the Customer already subscribes from 
that Carrier is valid until the Customer affirmatively revokes or limits 
such approval or denial. 
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SECTION 8 

NOTICES REQUIRED TO OBTAIN APPROVAL TO USE CPNI (CONT'D) 

A. Mandatory Notices Regarding Solicitation (Cont'd). 

3. If written notification is provided, the notice must be clearly legible, use 
sufficiently large type, and be placed in an area so as to be readily apparent 
to a Customer. 

4. If any portion of a notification is translated into another language, then all 
portions of the notification must be translated into that language. 

5. The Company may state in the notification that the Customer's approval to 
use CPNI may enhance its ability to offer products and services tailored to 
the Customer's needs. The Company also may state in the notification that 
it may be compelled to disclose CPNI to any person upon affirmative written 
request by the Customer. 

6. The Company may not include in the notification any statement attempting 
to encourage a Customer to freeze third-party access to CPNI. 

7. The Company's solicitation for approval must be proximate to the 
notification of a Customer's CPNI rights. 
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SECTION 8 

NOTICES REQUIRED TO OBTAIN APPROVAL TO USE CPNf (CONT'D) 

B. Opt-Out Notice Requirements. 

The Company must provide notification to obtain Opt-Out Approval through 
electronic or written methods, and not by oral communication (except for one-time 
use of CPNI, as discussed Section B.D. below). The contents of any such 
notification must comply with the requirements of Section B.A., above, and: 

1. The Company must wait a 30-day minimum period of time after giving 
Customers notice and an opportunity to opt-out before assuming Customer 
approval to use, disclose, or permit access to CPNJ. The Company may, in 
its discretion, provide for a longer period. The Company must notify 
Customers as to the applicable waiting period for a response before 
approval is assumed. 

a. In the case of an electronic form of notification, the waiting period 
begins to run from the date on which the notification was sent. 

b. In the case of notification by mail, the waiting period begins to run on 
the third day following the date that the notification was mailed. 

2. If the Company uses the opt-out mechanism it must provide notices to its 
Customers every two years. 
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SECTION 8 

NOTICES REQUIRED TO OBTAIN APPROVAL TO USE CPNI (CONT'D) 

B. Opt-Out Notice Requirements (Cont'd). 

3. Use of E-mail: If the Company uses e-mail to provide opt-out notices, it 
must comply with the following additional requirements: 

a. The Company must have express, verifiable, prior approval from 
consumers to send notices via e-mail regarding their service in 
general, or CPNI in particular; 

b. Customers must be able to reply directly to e-mails containing CPNI 
notices in order to opt-out; 

c. Opt-out e-mail notices that are returned to the Company as 
undeliverable must be sent to the Customer in another form before 
the Company may consider the Customer to have received notice; 
and 

d. The subject line of the e-mail must clearly and accurately identify the 
subject matter of the e-mail. 

e. The Company must make available to every Customer a method to 
opt-out that is of no additional cost to the Customer and that is 
available 24 hours a day, seven days a week. The Company may 
satisfy this requirement through a combination of methods, so long 
as all Customers have the ability to opt-out at no cost and are able to 
effectuate that choice whenever they choose. · 

C. Opt-In Notice Requirements. 

The contents of any Opt-In Approval notification must comply with the 
requirements described in Section B.A., above. 
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SECTION 8 

NOTICES REQUIRED TO OBTAIN APPROVAL TO USE CPNI (CONT'D) 

D. Notice Requirements Specific to One-Time Use of CPNI. 

1. The Company may use oral notice to obtain limited, one-time use of CPNI 
for inbound and outbound Customer telephone contacts for the duration of 
the call. 

2. The contents of any such notification must comply with the requirements of 
Section B.A., except that the Company may omit any of the following if not 
relevant to the limited use for which the Carrier seeks CPNI: 

a. The Company need not advise Customers that if they have opted­
out previously, no action is needed to maintain the opt-out election. 

b. The Company need not advise Customers that it may share CPNl 
with its Affiliate(s) or third parties and need not name those entities, 
if the limited CPNl usage will not result in use by, or disclosure to, 
an Affiliate or third party. 

c. The Company need not disclose the means by which a Customer 
can deny or withdraw future access to CPNI, so long as the 
Company explains to Customers that the scope of the approval the 
Company seeks is limited to one-time use. 

d. The Company may omit disclosure of the precise steps a Customer 
must take in order to grant or deny access to CPNI, as long as the 
Company clearly communicates that the Customer can deny access 
to his CPNl for the call. 
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SECTION 9 

DISCLOSURE OF CPNI WITH JOINT VENTURE PARTNERS 
OR INDEPENDENT CONTRACTORS 

The Company must obtain opt-in consent from a Customer before disclosing the 
Customer's CPNI to a joint venture partners or independent contractors for the purposes 
of marketing Communications-Related Services to that Customer. Obtaining approval 
using the Opt-Out Method is not permissible. 
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SECTION 10 

COMPANY SAFEGUARDS AND RECORDKEEPING REQUIREMENTS 

A. Management Safeguards. 

1. Training of Company personnel will include review of this Manual by all new 
employees and all existing employees who have not previously done so. 

2. The Company will provide additional training on an as-needed basis. 

3. Company personnel will make no decisions regarding CPNl without first 
consulting the individual(s) listed in Section 2 of this Manual. 

4. In deciding whether the contemplated use of the CPNI is proper, the 
individual(s) listed in Section 2 will consult this Manual, applicable FCC 
regulations, and, if necessary, legal counsel. 

5. The person(s) listed in Section 2 will personally oversee the use of approval 
methods and notice requirements for compliance with all legal requirements. 

6. The person(s) listed in Section 2 will also ensure that the Company 
complies with the opt-in requirements before sharing CPNI with any joint 
venture partners or independent contractors. 

7. Any improper use of CPNI will result in appropriate disciplinary action in 
accordance with established Company disciplinary policies. Any improper 
use shall be treated as a serious offense, and may result in suspension or 
termination of employment in appropriate cases. Any Company personnel 
making improper use of CPNI will undergo additional training to ensure 
future compliance. 
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SECTION 10 

COMPANY SAFEGUARDS AND RECORDKEEPING REQUIREMENTS (CONT'D) 

A. Management Safeguards (Cont'd). 

8. FCC Notification of Opt-Out Failure. The Company will provide written 
notice within five business days to the FCC of any instance where the opt­
out mechanisms do not work properly, to such a degree that consumers' 
inability to opt-out is more than an anomaly. 

a. The notice will be in the form of a letter, and will include the 
Company's name, a description of the opt-out mechanism(s) used, 
the problem(s) experienced, the remedy proposed and when it will 
be/was implemented, whether the relevant state commission(s) has 
been notified and whether it has taken any action, a copy of the 
notice provided to Customers, and contact information. 

b. The Company must submit the notice even if the Company offers 
other methods by which consumers may opt-out. 
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SECTION 10 

COMPANY SAFEGUARDS AND RECORDKEEPING REQUIREMENTS (CONT'D) 

A. Management Safeguards (Cont'd). 

9. Annual Filing of Certificate of Compliance. On an annual basis, a corporate 
officer of the Company will sign and file with the Federal Communications 
Commission (FCC) a Compliance Certificate (Appendix 1) stating his or her 
personal knowledge that the Company has established operating 
procedures that are adequate to ensure compliance with the FCC's CPNI 
rules. A statement will accompany the Certificate explaining how the 
Company's operating procedures ensure that it is or is not in compliance 
with the FCC's CPNI rules, as well as an explanation of any actions taken 
against data brokers and a summary of all Customer complaints received in 
the past year concerning the unauthorized release of CPNI. Additionally, 
the Company must report on any information it has with respect to the 
processes pretexters are using to attempt to access CPNI, and what steps 
it is taking to protect CPNJ. This annual filing will be made with the FCC's 
Enforcement Bureau on or before March 1 in EB Docket No. 06-36, for data 
pertaining to the previous calendar year. 

a. The "actions against data brokers" discussed above refers to 
proceedings instituted or petitions filed by the Company at either at 
a state or federal commission, or the court system. 

b. The "summary of all Customer complaints received" refers to 
number of Customer complaints the Company has received related 
to unauthorized access to CPNI, or unauthorized disclosure of 
CPNI, broken down by category of complaint, e.g., instances of 
improper access by employees, instances of improper disclosure to 
individuals not authorized to receive the information, or instances of 
improper access to online information by individuals not authorized 
to view the information. 

10. The Company will review these procedures on a continuing basis to ensure 
compliance with all FCC regulations, and will revise these procedures as 
needed to reflect any subsequent revisions to the applicable rules and 
regulations addressing CPNI. 

21 



SECTION 10 

COMPANY SAFEGUARDS AND RECORDKEEPING REQUIREMENTS (CONT'D) 

B. Recordkeeping . 

1. The Company will maintain records of its own sales and marketing 
campaigns that use CPNI in files clearly identified as such. These records 
include a description of each campaign, the specific CPNI that was used in 
the campaign, and the products and services that were offered as a part of 
the campaign. The Company will maintain these records in its offices for a 
minimum of one year. 

2. The Company will maintain records of its Affiliates' sales and marketing 
campaigns that use CPNI in files clearly identified as such. These records 
will include a description of each campaign, the specific CPNI that was 
used in the campaign, and the products and services that were offered as a 
part of the campaign. The Company will maintain these records in its 
offices for a minimum of one year. 

3. The Company will maintain records of all instances where it discloses or 
provides CPNI to third parties, or where third parties are allowed access to 
CPNI, in files clearly identified as such. These records will include a 
description of each campaign, the specific CPNI that was used in the 
campaign, and the products and services that were offered as a part of the 
campaign. The Company maintains these records in its offices for a 
minimum of one year. 

4. The Company's policy is to maintain records of Customer approval for use 
of CPNI, as well as notices required by the FCC's regulations, for a 
minimum of one year. The Company maintains records of Customer 
approval and disapproval for use of CPNI in a readily-available location that 
is consulted on an as-needed basis. 

5. The Company will maintain separate files in which it will retain any court 
orders respecting CPNJ. 
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SECTION 10 

COMPANY SAFEGUARDS AND RECORDKEEPING REQUIREMENTS (CONT'D) 

C. Authentication and Procedural Safeguards. 

1. The Company must take reasonable measures to discover and protect 
against attempts to gain unauthorized access to CPNJ. 

2. The Company must properly authenticate a Customer using a method 
appropriate for the information sought prior to disclosing CPNI based on 
Customer-initiated telephone contact, online account access, or an in-store 
visit. 

a. Telephone Access to CPNI containing Call Detail Information (COl). 
The Company will only disclose Call Detail Information over the 
telephone, based on Customer-initiated telephone contact, if the 
Customer first provides the Carrier with a password, as described in 
Section 10.C.3., that is not prompted by the Carrier asking for 
Readily Available Biographical Information, or Account Information. 
If the Customer does not provide a password, or does not wish to 
create a password, the Company may only disclose Call Detail 
Information by sending it to the Customer's Address of Record, by 
calling the Customer at the Telephone Number of Record (rather 
than using Caller ID), or by providing it in person upon presentation 
of a Valid Photo 10 matching the Customer's Account Information. 

~ If the Customer is able to provide Call Detail Information to the 
Company during a Customer-initiated call without the 
Company's assistance, then the Telecommunications Carrier 
is permitted to discuss the Call Detail Information, provided by 
the Customer (but not other Call Detail Information). 

If a Customer requests non-Call Detail Information CPNI, the 
Company need not first obtain a password from the Customer, 
but must nevertheless authenticate the Customer. 

The Company need not require Customer to setup a 
password, but must provide the Customer the option to do so. 
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SECTION 10 

COMPANY SAFEGUARDS AND RECORDKEEPING REQUIREMENTS (CONT'D) 

C. Authentication and Procedural Safeguards (Cont'd) . 

b. Online Access to CPNI. The Company must authenticate a 
Customer without the use of Readily Available Biographical 
Information, or Account Information, prior to allowing the Customer 
online access to CPNI related to a Telecommunications Service 
account. Once authenticated, the Customer may only obtain online 
access to CPNI related to a Telecommunications Service account 
through a password, as described in Section 10.C.3., that is not 
prompted by the Company asking for Readily Available Biographical 
Information, or Account Information. 

> The Company may choose to block access to a Customer's 
account after repeated unsuccessful attempts to log into that 
account. 

c. ln~Office Access to CPNI. The Company may disclose CPN 
(including Call Detail Information) to a Customer who, in the 
Company's office, first presents a Valid Photo 10 matching the 
Customer's Account Information. 
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SECTION 10 

COMPANY SAFEGUARDS AND RECORDKEEPING REQUIREMENTS (CONT'D) 

C. Authentication and Procedural Safeguards (Cont'd). 

3. Establishment of a Password. In order to provide a Customer CPNI 
containing Call Detail Information, the Company must authenticate the 
Customer without the use of Readily Available Biographical Information, or 
Account Information. The Company may establish passwords, among 
other methods: 

a. At the time of service initiation; 

b. Using a Personal Identification Number (PIN). The Company may 
supply the Customer with a randomly-generated PIN, not based on 
Readily Available Biographical Information, or Account Information, 
which the Customer would then provide to the Carrier prior to 
establishing a password. The Company may supply the PIN to the 
Customer by a Company-originated voicemail or text message to the 
Telephone Number of Record, or by sending it to an Address of 
Record so as to reasonably ensure that it is delivered to the intended 
party. 

c. The Company is not required to create new passwords for 
customers who already have a password, even if the password uses 
Readily Available Biographical Information. However, the Company 
must not prompt the Customer for Readily Available Biographical 
Information, and any back-up authentication method cannot use 
Readily Available Biographical Information. 

4. Establishment of Back-up Authentication Methods. The Company may 
create a back-up Customer authentication method in the event of a lost or 
forgotten password. The back-up Customer authentication method may not 
prompt the Customer for Readily Available Biographical Information, or 
Account Information. The shared secret is the preferred method for 
establishing backup authentication. 

5. Reauthentication. If a Customer cannot provide the correct password or the 
correct response for the back-up Customer authentication method, the 
Customer must establish a new password. 
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SECTION 10 

COMPANY SAFEGUARDS AND RECORDKEEPING REQUIREMENTS (CONT'D) 

6. Notification of Account Changes. The Company must notify a Customer 
immediately whenever an authentication password, Customer response to 
a back-up means of authentication for lost or forgotten passwords, online 
account, or Address of Record is created or changed. 

a. This notification is not required when the Customer initiates service, 
including the selection of a password at service initiation. 

b. This notification may be through a Company-originated voicemail or 
text message to the Telephone Number of Record (not caller ID), or 
by mail to the Address of Record, and must not reveal the changed 
information or be sent to the new Account Information. 

c. A change of address should be mailed to the former address, rather 
than the new address. 

7. Business Customer Exemption. The Company may bind itself contractua ly 
to authentication regimes other than those described in this Manual for 
services they provide to business Customers that have both a dedicated 
account representative and a contract that specifically addresses the 
Company's protection of CPNI. 
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SECTION 10 

COMPANY SAFEGUARDS AND RECORDKEEPING REQUIREMENTS (CONT'D) 

D. Notification of Customer Proprietary Network Information Security Breaches. 

1. The Company will take reasonable steps to protect CPNI databases from 
hackers and other unauthorized attempts by third parties to access CPNI. 

2. The Company must notify law enforcement of a Breach of its Customers' 
CPNI. A Breach occurs when a person, without authorization or exceeding 
authorization, has intentionally gained access to, used, or disclosed CPNI. 

3. The Company shall not notify its Customers or disclose the Breach publicly, 
whether voluntarily or under state or local law or these rules, until it has 
completed the process of notifying law enforcement. As soon as 
practicable, and in no event later than seven (7) business days, after 
reasonable determination of the Breach, the Company shall electronically 
notify the United States Secret Service (USSS) and the Federal Bureau of 
Investigation (FBI) through a central reporting facility. The Commission will 
maintain a link to the reporting facility at hlip://V!rww.fcc.gov/eb/cpni. The 
Company will indicate its desire to notify its Customer or class of Customers 
immediately concurrent with its notice to the USSS and FBI. 

a. Notwithstanding any state law to the contrary, the Company shall not 
notify Customers or disclose the Breach to the public until 7 full 
business days have passed after notification to the USSS and the FBI 
except as provided in the following Paragraphs b. and c. 

b. If the Company believes that there is an extraordinarily urgent need 
to notify any class of affected Customers sooner than otherwise 
allowed under Paragraph a. immediately above, in order to avoid 
immediate and irreparable harm, it shall so indicate in its notification 
and may proceed to immediately notify its affected Customers only 
after consultation with the relevant investigating agency. The 
Company shall cooperate with the relevant investigating agency's 
request to minimize any adverse effects of such Customer 
notification. 
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SECTION 10 

COMPANY SAFEGUARDS AND RECORDKEEPING REQUIREMENTS (CONT'D) 

D. Notification of Customer Proprietary Network Information Security Breaches 
(Cont'd). 

c. If the relevant investigating agency determines that public disclosure 
or notice to Customers would impede or compromise an ongoing or 
potential criminal investigation or national security, such agency may 
direct the Company not to so disclose or notify for an initial period of 
up to 30 days. Such period may be extended by the agency as 
reasonably necessary in the judgment of the agency. If such 
direction is given, the agency shall notify the Company when it 
appears that public disclosure or notice to affected Customers will no 
longer impede or compromise a criminal investigation or national 
security. The agency will provide in writing its initial direction to the 
Company, any subsequent extension, and any notification that notice 
will no longer impede or compromise a criminal investigation or 
national security and such writings shall be contemporaneously 
logged on the same reporting facility that contains records of 
notifications filed by Carriers. 

4. After the Company has completed the process of notifying law enforcement 
as described in Paragraphs 3.a - 3.c. above, it shall notify Customers of the 
Breach. 

5. Recordkeeping. The Company must maintain a record, electronically or in 
some other manner, of any Breaches discovered, notifications made to the 
USSS and the FBI pursuant to the above paragraphs, and notifications 
made to Customers. The record must include, if available, dates of 
discovery and notification, a detailed description of the CPNJ that was the 
subject of the Breach, and the circumstances of the Breach. The Company 
must retain the record for a minimum of 2 years. 
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FILING INSTRUCTIO S A D 
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Filing Instructions 

Attached is a model Certificate of Compliance with the FCC's CPNI rules. It contains 
blanks for the insertion of Company-specific information. Tile certificate must be signed 
by an officer (i.e., the President, V.P., Seca·etary) of the Company. Electronic copies of 
the Ce1·tificate and cover letter may be obtained f.-om the Telecommunications 
Association of Michigan. 

The FCC's revised CPNI rules state that a carrier must file a "compliance ce11ificate" each 
year that addresses compliance with the FCC's CPNI regulations, along with: 

o A "statement accompanying the certificate" to explain how its operating procedw·es 
ensure compliance with the FCC's CPNI regulations; 

o An explanation of any actions taken against data brokers; and 
o A summary of all Customer complaints received in the past year conceming the 

unauthorized release of CPNI. 

The attached Certificate of Compliance addresses these subjects in a single document. Also 
attached is a sample cover letter to accompany the filing. 

This Certificate of Compliance must be filed on or by March 1 each yeaa· relating to 
the prior calendar year. 

Simply filing the certificate is not enough. Your Company must make sure that it 
actually engages in the practices discussed in the Ce1tificate before signing and filing it. 

Below are the procedures for filing. Electronic filing is recommended unless the 
Certificate contains confidential information on the Company's method of combating 
pretexting (See Paragraph 16 of the Certificate; consultation with legal counsel is 
advisable). Mailed filings are not deemed to be filed until actually received .from the FCC 
( 4 7 CFR 1. 7). Thus, paper filings should be mailed several days before they are due. 

ELECTRONIC PAPERLESS FILING: 

The easiest way to file is electronically through the Fees Electronic Comment 
Filing System (ECFS): http://www.fcc.gov/cgb/ecfs/. Put both the cover letter and 
Certificate in a single PDF. Click on "Submit a Filing" on the right side of the 
screen. In completing the transmittal screen, filers should include their full name, 
U.S. Postal Service mailing address, and the proceeding number which is 06-36. 
Under "Document Type," select "Statement." 

Additional electronic copies must go to: Byron McCoy, Telecommunications 
Consumers Division, Enforcement Bureau, Federal Communications Commission, 
byron.mccoy@fcc.gov; and Best Copy and Printing, Inc. (BCPn, 
fcc@bcpiweb.com. 



PAPER FILING: 

Companies that choose to file by paper must file an original and fow· copies of each 
filing. Filings can be sent by hand or messenger delivery, by commercial overnight 
comier, or by first-class or overnight U.S. Postal Service mail. All filings must be 
addressed to the Commission's Secretary, Marlene H. Dortch, Office of the 
Secretary, Federal Communications Commission, 445 12th Street, SW, 
Washington, DC 20554. 

Companies can also send their filings using commercial ovemight mail (other than 
U.S. Postal Service Express Mail and Priority Mail), by sending them to 9300 East 
Hampton Drive, Capitol Heights, MD 20743. 

Additional paper copies must go to: Byron McCoy, Telecommunications 
Consumers Division, Enforcement Bureau, Federal Communications Commission, 
Room 4-A234, 445 12th Street, S.W., Washington, D.C. 20554, or by email to 
byron.mccoy(~fcc.gov; and Best Copy and Printing, Inc. (BCPI), Portals II, 445 
12th Street, S.W., Room CY-B402, Washington, D.C. 20554, (202) 488-5300, or 
via e-mail to fcc(a),bcpiwcb.com. -



[Company Letterhead] 

EB Docket No. 06-36 

February 4, 2011 

Marlene H. Dortch, Secretary 
Office of the Secretary 
Federal Communications Commission 
445 12u' Street S.W., Suite TW-A325 
Washington, D.C. 20554 

RE: Form 499 Filer ID #802095 

Dear Secretary Dortch, 

In accordance with 47 CFR 64.2009(e), please find attached the Company's Annual 
Compliance Certificate for the previous calendar year, 2010. The Compliance Certificate 
includes the Company's: 

Statement explaining how its operating procedures ensure compliance with 47 CFR, 
Part 64, Subpart U; 

o An explanation of any actions tal<en against data brokers; and 
A summary of all customer complaints received in the past year concerning the 
tmauthorized release of customer proprietary network infonnation (CPNI). 

If you have any questions regarding this filing, please direct them to the undersigned. 

Enclosure 

Sincerely, 

Todd Roesler 
Chief Executive Officer 
Ace Telephone Association 

cc: Byron McCoy, Telecommunications Consumers Division, FCC Enforcement 
Bureau, byron.mccoy@fcc.gov 

Best Copy and Printing, I~c., fcc@bcpiweb.com 



CERTIFICATE OF COMPLIANCE WITH PROTECTION OF 
CUSTOMER PROPRIETARY NETWORK INFORMATION RULES 

Including: 

Statement Explaining How Operating Procedures Ensut·e Regulatory Compliance 

Explanation of Any Actions Against Data Brol,ers, and 

Summary of all Customer Complaints Received 

Todd Roesler signs this Certificate of Compliance in accordance with § 222 of the 
Telecommunications Act of 1996, as amended, 47 USC 222, and 47 CFR 64.2009, on 
behalf of Ace Telephone Association (Company), related to the previous calendar year, 
2010. 

This Certificate of Compliance addresses the requirement of 47 CFR 64.2009 that 
the Company provide: 

A "statement accompanying the certificate" to explain how its operating procedures 
ensme compliance with 47 CFR, Part 64, Subpart U; 

o An explanation of any actions taken against data brokers; and 
o A summary of all customer complaints received in the past year concerning the 

unauthorized release of customer proprietary network infonnation (CPNI). 

On Behalf Of The Company, I Certify As Follows: 

1. I am the Chief Executive Officer of the Company, and therefore an officer of 
the Company. My business address is 207 E Cedar Street, Houston MN 55943. 

2. I have personal knowledge of the facts stated in this Certificate of 
Compliance. I am responsible for overseeing compliance with the Federal 
Communications Conunission's (FCC) rules relating to CPNI. 

Statement Explaining How Operating Procedures Ensure Regulatory Compliance 

3. I have personal knowledge that the Company has established operating 
procedures that are adequate to ensure compliance with the FCC's regulations governing 
CPNI, including those adopted on March 13, 2007 iu CC Docket No. 96-115. 

4. The Company ensures that it is in compliance with the FCC's CPNI 
regulations. The Company trains its personnel regarding when they are authorized to use 
CPNI, when they are not authorized to use CPNI, and how to safeguard CPNI. The 
Company maintains a CPNI Compliance Manual in its offices for purposes of training of 
new and current employees, and as a reference guide for all CPNI issues. Our CPNI 
Compliance Manual is updated to account for changes in law, including the FCC's most 



recent changes to its regulations governing CPNI, adopted on March 13, 2007 in CC 
Docket No. 96-115. The CPNI Manual contains key all essential information and forms to 
ensure the Company's compliance with CPNI regulations. 

5. The Company has established a system by which the status of a Customer's 
approval for use of CPNI, as defined in 47 USC 222(h)(l), can be clearly established prior 
to the use of CPNI. The Company relies on the involvement of its high-level management 
to ensure that no use of CPNI is made until a full review of applicable law has occurred. 

6. Company persmmel make no decisions regarding CPNI without first 
consulting with management. 

7. The Company has an express disciplinary process in place for personnel 
who make unauthorized use of CPNI. 

8. The Company's policy is to maintain records of its own sales and marketing 
campaigns that use CPNI. The Company likewise maintains records of its affiliates' sales 
and marketing campaigns that use CPNI. The Company also maintains records of all 
instances where CPNI was disclosed or provided to third parties, or where third parties 
were allowed access to CPNI. These records include a description of each campaign, the 
specific CPNI that was used in the campaign, and the products and services that were 
offered as a part of the campaign. The Company maintains these records in its offices for a 
minimtml of one year. 

9. In deciding whether the contemplated use of the CPNI is proper, 
management consults one or more of the following: the Company's own compliance 
manual, the applicable FCC regulations, and, if necessary, legal counsel. The Company's 
sales personnel must obtain supervisory approval regarding any proposed use of CPNI. 

10. Further, management oversees the use of opt-in, opt-out, or any other 
approval requirements, or notice requirements (such as notification to the Customer of the 
tight to restrict use of, disclosure of, and access to CPNI), contained in the FCC's 
regulations. Management also reviews all notices required by the FCC regulations for 
compliance therewith. Before soliciting for approval of the use of a Customer's CPNI, the 
Company will notify the Customer of his or her right to restrict use of, disclosw-e of, and 
access to, his or her CPNI. 

11. The Company maintains records of Customer approval and disapproval for 
use of CPNI in a readily-available location that is consulted on an as-needed basis. 

12. The Company complies with all FCC requirements for the safeguarding of 
CPNI, including use of passwords and authentication methods, and the prevention of access 
to CPNI (and Call Detail Information in particular) by data brokers or "pre-texters." 

13. The Company, on an ongoing basis, reviews changes in law affecting CPNI, 
and updates and trains company personnel accordingly. 



Explanation of Actions Against Data Brokers 

14. The Company has not encountered any circumstances requiring it to take 
any action against a data broker during the year to which this Certificate pertains. 

Summanr of all Customet· Complaints Received 

15. The following is a swnmm'Y of all customer complaints received dw'ing the 
calendar year of 2008 conceming the unauthorized release of CPNI: None. 

16. The Company has no knowledge of any attempt by pre-texters to access its 
Customer's CPNI. 

Dme: ________________ _ 
Todd Roesler 
Chief Executive Officer 
Ace Telephone Association 
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Employee Verification 

Employee Name: 

I have reviewed the Company's Customer Proprietary Network Information 
Compliance Manual and Operating Procedures and agree to comply with the 
procedures set forth therein. 

c: personnel file 
CPNI file 

Employee Signature 

Date 

Return to Human Resources Department 
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OPT-OUT NOTICE 

Important notice about your account 

Federal law allows telephone companies and 
wireless telecommunications carriers to use, 
disclose, or permit access to your information 
as required by Jaw; with your approval; or in 
providing the service from which your 
infonnation was obtained. 

VVhat is tbis information? 
It is information called Customer Proprietary 
Network Information (CPNI) and includes the 
phone numbers called by a consumer, the 
frequency, duration, and timing of such caBs, 
and any services purchased by the consumer, 
such as call waiting. 

Who can use this information? 
Ace Communications Group and Ace Link 
Telecommunications, Inc. will use this 
information. However, we will not provide your 
personal infonnation to unaffiliated third parties 
for the marketing of third-party products 
without your consent. 

How 4!an Ace use this irnfon·mation? 
This information can be used to advise you 
about innovative communications services or 
new communications technology and products. 
We also provide this infonnation to third parties 
in order to provide cettain Ace-offered products 
and services, such as our long distance service 
through Onvoy. 

Will Ace protect my infot·mation? 
YES! You have the right, and we have the duty, 
under federal law, to protect the confidentiality 
of this information. Therefore, regardless of 
whether or not you consent to allowing us to 
continue providing you with marketing and 
educational mailings, your account information 
will be treated confidentially. 

How does Ace protect my long distance call 
information? 
If you or someone else calls us with questions 
about your calJ details, we will only give out 
the infonnation by: 

[ 1] calling the person back at the phone 
number listed on the account, or 

[2.lmailing the information to the billing 
address on file, or 

[31 asking the person for the password that 
you had already set up for your Ace account. 
(The password cannot be something familiar to 
others such as Social Security numbers, 
mother's maiden name, birth dates, etc.) 

What action is necessaa-y on my part to show 
consent? 
No action is necessary. If you do not contact us 
within 30 days and indicate that we may not use 
the information to continue providing you with 
marketing and educational mailings, we will 
continue to do so. 

What if I do not consent? 
Y au can contact us using the contact 
information below and indicate that you are 
withdrawing your approval of our use of your 
CPNI. We will not accept verbal requests; they 
must be written or emailed. After we receive 
your request, you will not receive targeted 
marketing information from us. 

Denial of approval will not affect the provision 
of any services to which you subscribe. You 
may miss the opportunity to learn of new, 
innovative service proposals, new packaging 
that could reduce your monthly bill, or new 
lower rates on services such as long distance. 
You will still receive monthly biJJ inserts, 
quruterly newsletters, and other publications 
that are sent to aU customers at the same time to 
keep you up to date on what is happening at 
Ace. 

If I consent, can I change my mind? 
YES. You can contact us at any time. Until you 
do so, your consent is valid. 

Co111tact information: 
Ace Communications Group. 
POBox360 
Houston, MN 55943 
email: info@acegroup.cc 

[Note to Company: Please consult Section 7 .E. of CPNI Compliance Manual for when Opt­
Out Notices are pennisslble.] 
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Authorization Form 

Current customer name:--------------------------------

Address: ______________________________________ ___ 

City/state/zip:----------------------------------

Customer number or telephone number(s): --------------------------

I am the customer of Ace Communications Group or Ace Link Telecommunications, Inc. (Ace) for telecommunications setvices under 
the account identified above and request and authorize Ace to disclose to the Authorized Person(s) identified below, upon request by 
the Authorized Person, all details regarding my account to which I have access, and to make changes to my account. 

I agree this authorization will remain valid until Ace receives written notice from me revoking or changing the authorization. 

Current customer signature (must be notanzed): ------------------------

Dare: ___________________________________________________ _ 

(Add Remove) Authorized Person:------------- Contact number: ------------

(Add Remove) Authorized Person: --------------------- Contact number:-------------

(Add Remove) Authorized Person: ------------- Contact number:------------

(Add Remove) Authorized Person:------------- Contact number:--------

4-digit [l assword mtnst be created: ___________ _ 

(Authorized Person(s) will need to know this password to access the account.) 

' 'j . ' '· 

Subscribed and affirmed before me in the County of ___________ ,, State of _________ _, this ___ _ 
day of , 20 __ . 

Notary's official signature 

Commission expiration date 
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LOG OF CUSTOMER COMPLAINTS RELATED TO CPNI 

Affected Date of Description of Complaint 
Customer Complaint 
Name 
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SECTION 1 

DEFINITIONS 

Account: A continuing relationship established by a person with a Creditor (like 
the Company) to obtain a product or service for personal, family, household or business 
purposes, and includes the provision of services on a deferred payment basis. 

Annual Report: See Section 9. 

Board of Directors: The Company's board of directors. 

Covered Account: An Account that the Company offers or maintains primarily for 
personal, family, or household purposes, that involves or is designed to permit multiple 
payments or transactions. Telecommunication service accounts can be Covered 
Accounts. The term also includes any other Account for which there is a reasonably 
foreseeable risk to Customers or to the Company of Identity Theft, including financial, 
operational, compliance, reputation, or litigation risks (See Section 4). 

Company: Ace Telephone Association, Ace Telephone Company of Michigan, 
Inc., Ace Link Telecommunications, Inc.; Allendale Telephone Company; and Drenthe 
Telephone and Communications. 
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SECTION 1 

DEFINITIONS (CONT'D) 

Consumer Report: A written, oral, or other communication of any information by 
a consumer reporting agency bearing on a consumer's identity which is used or expected 
to be used or collected in whole or in part for the purpose of serving as a factor in 
establishing the consumer's eligibility for service to be used primarily for personal, family, 
or household purposes, employment purposes, or any other purpose authorized under 47 
USC 1681 et seq. 

Credit: The right granted by a Creditor, like the Company, to defer payment of 
debt or to incur debts and defer its payment or to purchase property or services on a 
deferred payment basis. 

Creditor: A person, like the Company, who regularly extends, renews, or 
continues Credit, or who regularly arranges for the extension, renewal, or continuation of 
Credit, or any assignee of an original Creditor who participates in the decision to extend, 
renew, or continue Credit. Telecommunication service providers can be Creditors. 

Customer: A person that has a Covered Account with a Creditor or a financial 
institution. 

Identity Theft: A fraud committed or attempted using the Identifying Information 
of another person without authority. 
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SECTION 1 

DEFINITIONS (CONT'D) 

Identifying Information: A name or number that may be used, alone or in 
conjunction with any other information, to identify a specific person. The following are 
examples of Identifying Information: 

).- Name, Birth Date, Social Security Number, Drivers License or Identification, 
Alien Registration, Passport Number, Employer or Tax Identification Number; 

);.> Unique Biometric Data, such as a Fingerprint, Voiceprint, Retina or Iris Image, 
or other Physical Representation; 

).- Unique Electronic Identification, Address, Routing Code. 

Notice of Address Discrepancy: A notice from a consumer reporting agency 
informing the Company of a substantial difference between the address that the 
consumer provided and the address in the agency's file for the consumer. 

Red Flag: See Section 3. 

Readily Available Biographical Information: Information drawn from the 
Customer's life history and includes such things as the Customer's social security 
number (or the last four digits), mother's maiden name, home address, or date of birth. 

Service Provider: A provider of a service directly to a financial institution or 
Creditor. 
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SECTION 2 

STATEMENT OF CORPORATE POLICY 

The policy of Ace Telephone Association, Ace Telephone Company of Michigan, 
Inc., Ace Link Telecommunications, Inc.; Allendale Telephone Company; and Drenthe 
Telephone and Communications (the Company) is to comply with the letter and spirit of 
all laws of the United States, including those pertaining to Identity Theft contained in the 
Fair Credit Reporting Act, as amended, 15 USC 1681 et seq., and the Federal Trade 
Commission's (FTC's) regulations, 16 CFR Part 681. The Company's policy is to protect 
against the risk of Identity Theft. 

The FTC's regulations require the Company to establish a written Identity Theft 
Prevention Program, and to train its personnel accordingly. This Manual, in conjunction 
with the Company's Customer Proprietary Network Information (CPNI) Manual, 
constitutes the Company's written Identity Theft Prevention Program. 

All personnel are required to follow the policies and procedures specified in this 
Manual. 

Any questions regarding compliance with applicable law 
and this Manual should be referred to Todd Roesler, 
507-896-6292; or Heather Benson, 507-896-6276. 

The following individuals are responsible for oversight of 
the Company's Identity Theft Prevention Program: 

Todd Roesler, 507-896-6292 
Heather Benson, 507-896-6276 

The Company's Board of Directors Approved this Manual 
on April29, 2009. 
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SECTION 3 

WHAT IS A RED FLAG? 

A Red Flag is a pattern, practice or specific activity that indicates the possible 
existence of Identity Theft. 

Examples of Red Flags: 

).- Alerts, notifications, or warnings from consumer reporting agencies, law 
enforcement, Customers, or victims of Identity Theft. 

).. Presentation of suspicious documents or personal identification 
information 

).- Unusual use or suspicious activity related to a Covered Account. 

The purpose of this Manual is to set forth the Company's policies and procedures 
regarding Red Flags and the prevention and mitigation of Identity Theft. 
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SECTION4 

IDENTIFICATION OF COVERED ACCOUNTS 

The Red Flag rules require the Company to periodically determine whether it 
offers or maintains Covered Accounts. 

The Company will treat all Accounts involving the provision of service on a 
deferred-payment basis to the public (including residential and business services), as 
Covered Accounts. A business customer is defined as an end-user of services which is 
not a governmental or public entity. 

The Company will, on an ongoing basis, determine whether any Accounts that it 
has not previously treated as Covered Accounts, should be treated as Covered 
Accounts. 
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SECTION 5 

OVERVIEW OF IDENTITY THEFT PREVENTION PROGRAM 

Tile Company endeavors to detect, prevent and mitigate Identity Theft (1) in 
connection with the opening of a Covered Account, and (2) with respect to existing 
Covered Accounts. 

The Company will-

1. Identify relevant Red Flags for the Covered Accounts that the Company 
offers or maintains (see Section 6); 

2. Detect Red Flags (see Section 6); 

3. Take appropriate action to prevent and mitigate any detected Red Flags 
(see Section 7); and 

4. Periodically update this Manual to reflect changes in risks to Customers 
and to the safety and soundness of the Company from Identity Theft (see 
Section 8). 
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SECTION 6 

IDENTIFYING RED FLAGS 

OPENING OF NEW ACCOUNTS 

The Company has determined that a reasonably foreseeable risk of Identity Theft 
exists when prospective Customers seek to open new Accounts. The Company will 
therefore use reasonable measures to identify a person or entity that seeks to open a 
Covered Account. 

This Section 6 therefore identifies Red Flags applicable to the opening of new 
Covered Accounts, and establishes the Company's method of detecting such Red Flags. 

The Company will not provide any service for a Covered Account until it is able to 
reasonably identify the prospective Customer in accordance with this Section 6. If the 
Company detects a Red Flag during the process of opening a Covered Account, it will 
place the provision of service on hold until it can satisfactorily resolve the Red Flag. 
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SECTION 6 

IDENTIFYING RED FLAGS (CONT'D) 

OPENING OF NEW ACCOUNTS (CONT'D) 

A. Opening of Covered Accounts for Personal, Family or Household Purposes. 

1. Required Information: When a prospective Customer seeks to open a 
Covered Account for residential service (i.e., for personal, family or 
household purposes), the Company will ask for the following from the 
prospective Customer( s) listed on the Covered Account: 

).- name; 

);> address; 

> birth date; 

> social security number 

~ an unexpired government-issued identification bearing a photograph, 
such as a driver's license or passport, if the Customer is at the business 
office to open the account. 

The Company will also encourage (but not require) Customers to establish 
passwords as a means of protecting against potential future Identity Theft. 

The Company will encourage Customers who establish passwords not to 
use Readily Identifiable Biographical Information. 
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SECTION 6 

IDENTIFYING RED FLAGS (CONT'D) 

OPENING OF NEW ACCOUNTS (CONT'D) 

A Opening of Accounts for Personal, Family or Household Purposes (Cont'd). 

2. Identification Confirmation. 

a. The Company will order a Consumer Report as a tool to confirm 
identity and will confirm the following: 

}> the name, social security number and birth date provided by the 
prospective Customer match 

}> the prospective Customer is confirmed to be age 18 or older 

10 



SECTION 6 

IDENTIFYING RED FLAGS (CONT'D) 

OPENING OF NEW ACCOUNTS (CONT'D) 

A. Opening of Accounts for Personal, Family or Household Purposes (Cont'd). 

2. Identification Confirmation (Cont'd). 

b. If the prospective Customer is in the business office, the Company 
will inspect the prospective Customer's identification for any signs of 
falsification, such as: 

);- misspellings 

.> a photo that does not resemble the prospective Customer 

)> inconsistencies in color, texture or images (such as erasures or 
smudges) 

)> raised edges around a photograph indicating the placement of a 
second photograph over an original photograph 

)> card wear inconsistent with date of issuance (such as an 
identification that appears new but bears an issuance date of 
many years) 

c. The Company will create a record of the means used to verify a 
Customer's identity. The Company will retain such record until 5 
years after the Account is closed. Upon disposal, the Company will 
completely destroy the record. 

11 



SECTION 6 

IDENTIFYING RED FLAGS (CONT'D) 

OPENING OF NEW ACCOUNTS (CONT'D) 

B. Opening of Business Accounts. 

For a prospective business Customer, the Company will require documents to 
verify the existence of the business before providing service. Such documents 
may include: 

~ Articles of Incorporation or Articles of limited Liability Company 

~ Partnership agreement 

Partnerships using social security numbers and sole proprietorships may use the 
personal information of the sole proprietor or partners. · 

A business customer is defined as an end-user of services which is not a 
governmental or public entity. 
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SECTION 6 

IDENTIFYING RED FLAGS (CONT'D) 

OPENING OF NEW ACCOUNTS (CONT'D) 

C. Examples of Red Flags in the Opening of New Accounts. 

1. Alerts, notifications or warnings from consumer reporting agencies, law 
enforcement, Customers, Company employees, or victims of Identity Theft. 

a. Company employee has personal knowledge that prospective Customer 
is using a false identity. 

b. Consumer report contains a fraud or identity theft alert. 

c. Consumer report reveals that the name, social security and birth date of 
prospective Customer don't match. 

d. Consumer report reveals that the prospective Customer is not age 18 or 
older. 

e. Consumer report reveals that social security number is associated with 
a deceased person. 

f. The Company receives notice from a Customer, a victim of Identity 
Theft, law enforcement, or any other person that the Company may 
have opened an Account for a person engaged in Identity Theft. 

2. Suspicious Documents and Personal Identifying Information. 

a. Information on the identification is inconsistent with information 
provided by the person opening a n~w Covered Account. 

b. The person presenting the identification doesn't look like the photo or 
match the physical description. 

c. Documentation that appears to have been altered or forged, or gives 
the appearance of having been destroyed and reassembled. 
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SECTION 6 

IDENTIFYING RED FLAGS (CONT'D) 

OPENING OF NEW ACCOUNTS (CONT'D) 

C. Examples of Red Flags in the Opening of New Accounts (Cont'd). 

3. Unusual Use of, or Suspicious Activity Related to, the Covered Account. 

a. A Customer advises of unauthorized charges or transactions in 
connection with a Covered Account, excluding charges commonly 
disputed in the telecommunications industry such as long distance 
calls, pay-per-view and video-on-demand purchases, service call 
charges, and reconnect charges. These charges are typically 
customer-initiated from their home or relate to work the Company 
does on-site so there is little risk of identity theft. 
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SECTION 6 

IDENTIFYING RED FLAGS (CONT'D) 

PROTECTION OF EXISTING ACCOUNTS 

The Company has policies and procedures in place to safeguard customer 
proprietary network information (CPNI). The Company will continue to utilize its CPNI 
policies procedures as a safeguard against unauthorized access to Customer CPNI, 
including pre-texting. Pre-texting is the practice of obtaining call record detail and other 
CPNI under false pretenses. The Company also monitors suspicious transactions, and 
verifies change of address requests in accordance with its CPNI Compliance Manual. 

The Company updates its Manual to account for changes in law, and it contains all 
essential information and forms to ensure the Company's compliance with CPN I 
regulations. 

The Company will continue to follow its CPNI Compliance Manual as a means of 
preventing Identity Theft. The Company will also continue to improve its Identity Theft 
Prevention Program based on its experience with past- incidents of Identity Theft, and 
new methods of committing Identity Theft of which it becomes aware. 

The Company treats the following as Red Flags-

)';:> Alerts, notifications, or other warnings from consumer reporting agencies or 
Service Providers; 

)- Suspicious address changes; 

)- The unusual use of, or other suspicious activity related to, a covered 
Account; and 

)';:> Notice from Customers, victims of Identity Theft, law enforcement 
authorities, or other persons regarding possible Identity Theft in connection 
with a Covered Account. 
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SECTION 7 

PREVENTING AND MITIGATING IDENTITY THEFT 

The Company will respond appropriately when it detects a Red Flag. In 
determining how to respond, the Company will consider aggravating factors that may 
heighten the risk of Identity Theft. 

Appropriate responses include one or more of the following depending on the 
circumstances: 

~ Monitoring a Covered Account; 

};> Placing the provision of service on hold until it the Red Flag can satisfactorily be 
resolved; 

};> Requiring the Customer to come to the business office to present an unexpired 
government-issued identification bearing a photograph, such as a driver's license 
or passport; 

} Adding a "Red Flag" warning on a Covered Account; 

~ Contacting the Customer; 

};> Reopening a Covered Account with a new account number; 

~ Declining to open a Covered Account for a prospective Customer; 

};> Closing an existing Covered Account (in accordance with state regulatory rules, if 
applicable); 

};> Not collecting on a Covered Account; or 

};> Notifying law enforcement (see CPNI Compliance Manual). 

16 



SECTION 8 

UPDATING THE IDENTITY THEFT PREVENTION PROGRAM 

The Company will update this Program periodically to reflect changes in risks to 
Customers or to the safety and soundness of the Company from Identity Theft. 

In updating this Program, the Company will consider the following: 

);- The Company's experiences with Identity Theft. 

).- Changes in methods with which Identity Theft is committed. 

);> Changes in methods to detect, prevent, and mitigate Identity Theft. 

? Changes in the types of Accounts that the Company offers or maintains. 

> Changes in the Company's business arrangements, such as mergers, 
acquisitions, alliances, joint ventures, and Service Provider arrangements. 

17 



SECTION 9 

ANNUAL REPORT 

The Company will designate a person to be responsible for preparing an Annual 
Report to the Board of Directors, appropriate committee of the Board, or a designated 
senior-level manager. 

The Annual Report will address at least the following: 

:? The effectiveness of the Company's policies and procedures in addressing the 
risk of Identity Theft in connection with the opening of Covered Accounts. 

:? The effectiveness of the Company's policies and procedures in addressing the 
risk of Identity Theft with respect to existing Covered Accounts. 

~ Arrangements with Service Providers. 

)'> Significant incidents involving Identity Theft and management's response. 

J> Recommendations for material changes to the Company's Identity heft 
Prevention Program. 

The Annual Report will be in a format similar to that contained in Appendix 1. 

18 



SECTION 10 

SERVICE PROVIDERS 

To the extent that the Company engages a Service Provider to perform an activity 
in connection with one or more Covered Accounts, the Company will ensure that the 
Service Provider has its own Identity Theft Prevention Program to detect and address 
Red Flags. 

The Company is ultimately responsible for complying with Red Flag rules even if it 
outsources Account-related activity to a Service Provider. 

19 



SECTION 11 

USE OF CONSUMER REPORTS 

To the extent that the Company uses Consumer Reports in the opening of a new 
Covered Account, it will comply with this Section 11. 

The Company will do one or more of the following to determine whether it has a 
reasonable belief that the Consumer Report relates to the prospective Customer about 
whom it has requested the report: 

)> Compare the information in the Consumer Report with information the Company 
uses to verify the prospective Customer's identity as outlined in Section 6. 

)> Compare the information in the Consumer Report provided by the consumer 
reporting agency with information the Company obtains from third-party sources. 

)> Verify with the prospective Customer. 

The Company will not consider a Notice of Address Discrepancy as a Red Flag 
due to the nature of the telecommunications industry where services are provided at an 
immovable physical location. Prospective customers opening accounts are typically 
moving to a new address that would not yet be on file with a Consumer Reporting 
agency. 

20 



SECTION 12 

DISCIPLINARY ACTION 

Any failure to follow this Manual will result in appropriate disciplinary action in 
accordance with established Company disciplinary policies. Such failures shall be 
treated as a serious offense, and may result in suspension or termination of employment 
in appropriate cases. The Company will also require additional training to ensure future 
compliance. 

21 
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ANNUAL REPORT FOR ________ _ 

This Annual Report constitutes Company's (Company) 
obligation under the Federal Trade Commission's (FTC) regulations and 
guidelines, 16 CFR Part 681, to produce an Annual Report to address the 
Company's compliance with the FTC's Red Flag regulations. 

1. Effectiveness of Policies and Procedures 

a. Opening of Covered Accounts 

The Company provides the following report regarding the effectiveness of 
the Company's policies and procedures in addressing the risk of Identity Theft 
in connection with the opening of Covered Accounts: 

b. Existing Covered Accounts 

.The Company provides the following report regarding the effectiveness of 
the Company's policies and procedures in addressi~g the risk of Identity Theft 
in connection with existing Covered Accounts: 

2. Arrangements with Service Providers 

The Company [does/does not] outsource some services to third party 
Service Providers related to Covered Accounts. [If the Company "does," list 
them and state:] The Company has taken the following measures to ensure 
that its Service Provider(s) have Identity Theft Prevention Program(s) to detect 
and address Red Flags: 

3. Significant Incidents Involving Identity Theft 

The Company reports the following significant incidents involving Identity 
Theft and management's response: 

4. Recommendations for Material Changes to the Program 

The Company should consider the following changes to its Identity Theft 
Prevention Program. 

(Typed Name] 
[Typed Title] 
Dated: -----------

:· 
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APPENDIX 2 

EMPLOYEE VERIFICATION OF 
RED FLAG 

COMPLIANCE MANUAL REVIEW 



Employee Verification 

Employee Name: 

I have reviewed the Company's Red Flag Compliance Manual and 
Operating Procedures and agree to comply with the procedures set forth therein. 

Employee Signature 

Date 

c: personnel file 



LINE 610 

ACE TELEPHONE ASSOCIATION 

STUDY AREA CODE 

351346 



Study Area Name: Ace Telephone Association 

Study Area Code: 351346, 361346 

Program Year: 2014 

Contact: Cynthia Sweet, 507-896-6211, csweet@acecomgroup.com 

Certification that the carrier is able to function in emergency situations 

Ace Telephone Association (Carrier) is able to remain functional in an emergency 

situation through the use of back-up power to ensure functionality without an external 

power source. Carrier has backup battery reserve in its central office, which enables it 

to provide service for a minimum of 8 hours. Carrier's service is consistent with 

requirements and the obligations to provide service in emergency situations as set forth 

in § 54.202(a)(2). 

Carrier's network is engineered to provide maximum capacity in order to handle 

excess traffic in the event of traffic spikes resulting from emergency situations. Carrier 

has redundancy in its network for use in re-rerouting traffic when facilities are 

damaged. 
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l'UJSLIC DOCUMENT - TRADE SECRET DATA HAS BEEN EXCISED 

[3005a I Opera tins Report for Privately-Held Rate of Return Carriers I __ I_ 1 FCC Form 481 I 
Bal<once Sheet • Data Collection Form OMB Control No. 30~86 - -Page 1 of3 I 1July 2013 -
<010> I study Area Code 

-- -- I T I I ------- ----. 
I I <010> ' ........_- -- -- - 351.346 I -· 

<015> I Study Area Name I ! I <015> !§! TlleiJ!one ,.. ... ali!n • I -- ! I <020> ' ~ <020> 1 Pr01ram Year 
<030> Contact Name ·Person USAC should co-;;taar~carding this data 

\ 

<035> (Contact Telephone Number· Number of person identified in data line <030> I 
I <030> Crn~la Sweet 

I , <035> ~Z896 6211 
<039> Contact Telephone Email Address· Email Address of person identified in data line <030> <039> e eetr!i.-nJtroue.S!i!m -I r Files as reviewed single company I I ~P' Filed as audited sinale companv I 

I =i-- r FUed as reviewed consolidated company : r Filed as audited consolidated company 

I Filed as subsidiary of reviewed consolidated company , 1 r Filed as subsidiary of audited consolidated company 

CERTIFICATION 
We hereby artify that the entries in this report are in aa:ordance with the accounts and other records of the system and reflect the status of the system to the best of our knowledge and belief. 

~ -- ~---l ~ -:te 

J 
Signature I I 

PART A. BALANCE SHEET 

I 

BALANCE BALANCE END BAlANCE BALANCE END 

ASSETS PRIOR YEAR OF PERIOD LIABIL TIES AND STOCKHOLDERS' EQUITY PRIOR YEAR OF PERIOD 

CURRENT ASSETS CURRENT LIABILmES 
1. Cash and Equivalents 25. !Accounts Payable 
2. Cash-RUS Construction Fund 26. I Notes Payable 
3. Affiliates: 27. I Advance Billings and Payments 

a. Telecom, Accounts Receivable 2B. I Customer Deposits 
1 b. Other Account> Receivable 29. _! current Mat.I/T Debt 
c. Notes Receivable 30. ' Current Mat.I/T Debt·Rur. Dev. 

4. I Non-Affiliates: 31. I Current Mat.·Capital Leases 
a, Telecom, Accounts Receivable 32. \Income Taxes Accrued 
b. Other Accounts Receivable 33. , Other Taxes Accrued 
c. Notes Receivable 

~ 34. \Other Current Uablllties 
5. . Interest and Dividends Receivable 35. !Total Current Liabilities (25 thru 34) 
6. l Materiai·Reculated LONG·TERM DEBT 
7. 1 Materiai-Nonreaulated 36. !Funded Debt·RUS Notes 
8. Prepayments 37, I Funded Oebt· RTB Notes 
9. Other current Assets I Funded Debt·FFB Notes 

10. Total Current Asseu (1 Thru 9) ! Funded Oebt·Other ... 40. I Funded Debt-Rural Develop. Loan 
NONCURRENT ASSETS 41. J Premium {Discount) on 1/T Debt 

11. !Investment in Affiliated Companies 42. I Reacquired Debt 
Ia. Rural Development 43. !obligations Under Capital Lease 
b. Nonrural Development 44. IAdv. From Affiliated Companies 

12. 1 Other Investments 45. IOther Long-Term Debt 
ja. Ru~l Development 46. lTotal Long-Term Debt (36 thru 45) 
! b. Nonru~l Development OTHER LIAB. & DEF. CREDITS I 

13. Nonregulated Investments 47. 10ther Long-Term Uabilities I 
14. Other Noncurrent Assets 48. I Other Deferred CrediU I 
15. Deferred Cha'les 49. jOther Jurisdictional Differences .~- - I 
16. Jurisdictional Differences - so. !Total Other Uabillties and Deferred Credits (47 thru 49) 
17, Total Noncurrent Assets (11 thru 16) . QUI TV ---

..._._ 51 . I Cap. Stock ouutanding & Subscribed . 
PLANT, PROPERTY, AND EQUIPMENT 52. Additional Paid-in-Capital 

18. Telecom, Plant-in-Service 53. Treasury Stock 
19. Property Held for Future Use 54. Membership and Cap. Certificates 
20. Plant Under Construction 55. Other Capital 
21. Plant Adj., Nonop. Plant & Goodwill 56. Patronaae Capital Crediu 
22. Less Accumulated Depreciation 57. Retained Earnings or Ma,..ins 
23. Net Plant {18 thru 211ess 22) 58. !Total Equity {51 thru 57) 

: I I ; I ~~I . 
24. !TOTAL ASSETS (10+17+23) 

-
"'! g!. _ ITO!AL LIABILITIES AND EQUITY (35+46+50+58) 



PUBLIC DOCIIMENT - TRADE SECRET DATA BAS BEEN EXCISED 
(3005b) Opt!rat1n1 Report for Privately-Held Rate of Return Carrien; 

Balance Sheet- Data Collection Form 

P110 2of3 

<010> Study Area Code 

<015> Study Area Name 

<020> Proaram Ynr 

<030> Contact Name· Person USAC shoukt contact reaardinc this data 
<035> Contact Telephone Number· Number of person k:lentified in d1t. line <030> 
<039> Contact Telephone Ema~ Address - Emoll Address of pon;on idontlflod in dotaline <030> 

FCC Form 481 

OMB Control No. 3060-0986 
July 2013 

<010> ~ 
<015> Ace Telephone Association 
<020> 2014 

<030> Cynthia Sweet 

<035> 507 896 6211 
<039> csweet@)KKOmcroup.com 

PART B. STATEMENTS OF INCOME AND RETAINED EARINGS OR MARGINS 

ITEM 
1. loclll Network Services Revenues 

2. Network Access Services Revenues 

3. Lon1 Distance Network Services Revenues 

4. Carrier Bnlina ond Collection Revenues 

s. Mlscell.neous Revenues 
6. Uncollectible Revenues 

7. Not Operatlna Revenun (1 thru 5 less 6) 

8. Plant Spodfic Oporotions Expanse 

9. Plant Nonspoclflc Oporotions Expense JExtludina Oep.-ciation & Amortization) 

10. Deprwclation Expense 

11. Amortization Expense 

12 Customer Oper11tions Expense 

13. Co11>0rate Oporotions Expense 

14. Total Operatlnl Expenses (8 thru 13) 
lS. Oporotina Income or Maralns (71ess 14) 
16. Other Oporotl"' ln<omo and Expenses 
17. State ond Local Texes 

lB. Fedel"'lllncome Taxes 
19. Other Taxes 
20. Total Oporotlna Toxos (17+18+19) 
21. Not Operotln1ln<omo or Morains (15+16-20) 

22. Interest on Funded Debt 
'23. Interest Expense- Clp~al Leases 

24. cnhor lntenost Expense 

25. Aliowancolor Funds Used Durina Construct ion 

26. Total Fixed Choraos (22+23+24-25) 
27. Nonoporotlnr N.t Income 

28. Extraordinary Items 

29. Jurlsdictionol Differences 

30. Nonreaulated Net Income 
31. Total Net Income or morains (21+27+28+29+30-26) 
32. Total Taxes S.sed on Income 
33. Ratalnod Eam)'!ls or M•'llins &orlnnlna-of-Yoar 

34. Miscellaneous Crwd~ Year-to-Oato 

35. Olvldends Declared (Common) 

36. Dividends Declared (Preferred) 

37. Other Debits Ye•r·t~D•t• 
38. Tn~nsf•rs to Patronaae Clpltal 
39. Retained Eamlnas or Moralns end-of-Period ((31+33+34H35+36+37+38)) 
40. Patro~1• Clp~IBoainnlna-of-Year 

41. Transfen to Patronaae Clpital 
42. Patronare Cop~ I Crwdlu Retlntd 

43. Patrona1e Clp~l End-of-Year (40+41-42) 
44. Annual Debt Service Payments 

45. Cash Ratio ((14+20-10-11)/71 
46. Oporotlna Accruol Ratio {(14+20+26)/71 

47. TIER ((31+26)/26) 

48. DSCR ((31+26+10+11)/44) 

PRIOR YEAR THIS YEAR 

r------

' 1 

I J 
I l 

~_l J 
I 

I -
~ 

I J 
I 
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-
I 
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PUBLIC DOCUMENT - TRADE SECRET DATA HAS BEEN EXCISED 

(300Sc) Operating Report for Privately-Held Rate of Return Carriers 

Balance Sheet- Data Collection Form 

Page 3 of3 

FCC Form 481 

OMB Control No. 3060-0986 

July 2013 

<010> 3S1346 <010> Study Area Code 

<015> Study Area Name 

<020> Program Year 

<015> Ace Telephone Association 

<020> 2014 

<030> Contact Name - Person USAC should contact regarding this data <030> Cvnthia Sweet 

<035> Contact Telephone Number- Number of person identified In data line <030> <035> S07 896 6211 

<039> Contact Telephone Email Address- Email Address of person identified in data line <030> <039> csweet@acecomgroup.com 

PART C. STATEMENTS OF CASH FLOWS 

1. Beginning Cash (Cash and Equivalents plus RUS Construction Fund} 

CASH FLOWS FROM OPERATING ACTIVITIES 
2. Net Income 

Adjustments to Reconcile Net Income to Net Cash Provided by Operating Activities 
3. Add: Depreciation 

4. Add: Amortization 

5. I Other (Explain) I 
Changes in Operating Assets and liabilities 

6. Decrease/(lncrease) in Accounts Receivable 

7. Decrease/(lncrease) in Materials and Inventory 

8. Decreasef(lncrease) In Prepayments and Deferred Charges 

9. Decrease/(lncrease) in Other Current Assets 

10. lncrease/(Oecrease) in Accounts Payable 

11. lncrease/(Oecrease) in Advance Billings & Payments 

12. lncrease/(Oecrease) In Other Current Uabilities 
13. Net Cash Provided/(Used} by Operations 

CASH FLOWS FROM FINANCING ACTIVITIES 
"14. Decrease/(lncrease) in Notes Receivable 

15. lncrease/(Decrease) in Notes Payable 

16. Increase/( Decrease) in Customer Deposits 

17. Net lncrease/(Decrease) in long Term Debt (Including Current Maturities) 

18. lncrease/(Oecrease) in Other Liabilities & Deferred Credits 

19. lncrease/(Decrease) in Capital Stock, Paid-in Capital, Membership and Capital Certificates & Other Capital 
20. less: Payment of Dividends 

21. less: Patronage Capital Credits Retired 

22. I Other (Explain) l Excise tax refund 
23. Net Cash Provided!( Used) by Financing Activities 

CASH FLOWS FROM INVESTING ACTIVITIES 
24. Net Capital Expenditures (Property, Plant & Equipment) 

25. Other Long-Term Investments 

26. Other Noncurrent Assets & Jurisdictional Differences 

l 

27. l ather (Explain) I salvage, net of·cost of removal - I 
28. Net Cash Provided/(Used} by Investing Activities 

29. Net Jncrease/(Oecrease} in Cash 

30. Ending Cash 

-
~ 
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